
3GPP TSG-SA WG6 Meeting #48-e
S6-220586
e-meeting, 5th – 14th April 2022
(revision of S6-22xxxx)

Source:
China Mobile
Title:
solution for KI 1
Spec:
3GPP TR 23.700-99
Agenda item:
9.4
Document for:
Approval

Contact:
Shaowen Zheng, zhengshaowen@chinamobile.com
1. Introduction

This paper proposes a solution for KI 1.

2. Reason for Change

This paper proposes a solution for KI 1 by illustrating the impact on SEAL by analyzing the existing solutions.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v 0.5.0.
* * * First Change * * * *

6.X
Solution #X: SEAL enhancement
This solution aims to address the issues “which enhancement to SEAL network slice capability management service is required” identified in Key Issue 1.
This solution illustrates the impact on SEAL by analyzing the existing solutions.

Editor's note:
The analyzing of KIs and solutions is based on the approved until SA6#47-e. When more KIs and Solutions are finished, this solution could be updated accordingly.


6.X.1
Solution description

The following solutions provide the new service which could enhance the SEAL network slice capability management service defined in TS 23.434;

-
Solution 1 provides the Automatic application layer network slice management service based on the collected network slice status from 5GS and QoE from application layer;

-
Solution 2 provides the Network slice fault management capability based on collected alarm information from 5GS and application fault data from application layer;

-
Solution 3 provides the Slice API configuration by mapping the VAL application requirement to a slice API, and API translation service by mapping the slice API to service API;

-
Solution 4 and solution 5 provide the QoS verification service and the performance and analytics exposure based on the QoS and performance data 5GS, and KQI and QoE data from NSCE Client.
-
Solution 8 provides the Discovery of management service exposure by triggering the MnS service discovery;

-
Solution 9 provides a possible procedure to illustrate the process of the VAL server requesting to manage network slice quota, but it does not specify specific follow up action(s). Solution 10 provides the Network slice application policy management capability based on slice quota by triggering the network slice lifecycle management. The two solutions may be merged in the normative work to enhance the SEAL.
-
Solution 11 provides the Communication service management exposure;
The following solutions could utilize the exiting services of CAPIF, and may not introduce enhancement to SEAL.
-
Solution 6 provides the authorization and authentication capability.

-
Solution 7 provides the registration capability.

6.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

* * * Next Change * * * *

