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1. Introduction
This pCR proposes a solution for KI#1.
2. Reason for Change
This solution addresses aspects of Key Issue #1. 
PEMC (PIN Element Management Control) is a PIN Element with Management Capability. A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN. 

For a UE, if the UE wants to establish a PIN, this UE should have the role of PEMC which is the pre-condition. And the PIN server is responsible for determine the role of PEMC. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.1.0.
* * * First Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

PIN
Personal IoT Network
PINAPP
Personal IoT Network Application 
PEMC
PIN Element Management Control

* * * * Next Change * * * *

7
Solutions

7.0
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues
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	Sol #X
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* * * * Next Change * * * *

7.X
Solution #X: Determination of the role: PEMC
7.X.1
Architecture enhancements

None.
7.X.2
Solution description

7.X.2.1
General

This solution addresses aspects of Key Issue #1. 
Before the UE triggering the creation of PIN to network, the UE should become the PEMC first. Only the PEMC can trigger creation of PIN.
PEMC (PIN Element Management Control) is a PIN Element with Management Capability. A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN. Only after the UE becoming the PEMC, the UE can trigger the PIN establishment request to network.
At the network side, a PIN server should be deployed. The PIN server (represent the operator) is responsible for the authorization of the request of the role of PEMC from UE. 
Before the UE sends requests to PIN server, the UE should receive the PIN server IP address or FQDN ahead of time.
7.X.2.2
Procedure

This procedure presents a high-level overview of Solution #X.
7.X.2.2.1
Functional entities 
PEMC: A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN.

PIN server: Deployed by operator in network, and provisioning of configuration information to UE (PINAPP). Determines the role of PEMC according to the UE request.

7.X.2.2.2
Procedures of requesting role of PEMC 
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2. Process request


Figure 7.X.2.2.2-1: UE sends request to PIN server to become a PEMC
Pre-conditions:

1.
The UE (PINAPP) has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

2.
The UE Identifier or PINAPP Identifier is available;
3.
The PINAPP has been authorized to communicate with the PIN server;

Figure 7. X.2.2.2.-1 illustrates service provisioning procedure based on request/response model.
1.
The UE or PINAPP sends a service provisioning request to the PIN server to request to be a PEMC. The service provisioning request includes the security credentials of the UE or PINAPP received during PINAPP authorization procedure and may include the UE identifier such as SUPI, PINAPP ID, UE location and PINAPP profile(s) information.

2.
Upon receiving the request, the PIN server performs an authorization check to verify whether the UE or PINAPP has authorization to perform the operation, and whether the UE or PINAPP can be a PEMC. 
3.
The PIN server sends a successful response to UE or PINAPP, which includes a newly assigned PEMC ID. If the service provisioning request fails, the PIN server should give the failure response to indicates that indicates the cause of service provisioning request failure. 
7.x.3
Solution evaluation

This solution addresses KI#1 about " Who can manage (create/modify/delete) a PIN ". According to the procedure above, only the PEMC can manage a PIN. 
So before triggering the creation of PIN, the UE or PINAPP must to be a PEMC first. 
* * * * End-of Changes * * * *
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