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1. Introduction

This pCR provides a solution for UE activity pattern and monitoring management which addresses Key Issue #3 (IoT Platform PSM monitoring and configuration) and Key issue #4 (Configuration of Communication Patterns).  
The solution proposes that the IoT-PCS server maintains information related to UE activity patterns and to traffic patterns for UEs. This information is set up based on procedures described in 5.z.2:
· Information provided by IoT-App servers about UE activity patterns in the subscription request  for notifications of timing changes in the 3GPP network.

· Requests from the IoT-PCS server to elicit traffic pattern information from IoT-App Servers. This can be used e.g. to solicit information from IoT-App Servers that did not initiate the subscription request, but based on platform information have related traffic information

Notes on the naming adopted:

·  At the service layer level the following terms are used:
· “activity pattern” refers to UE level activity levels, e.g. sleep, etc.

· “traffic pattern” refers to application level patterns of data traffic. 

· In the interactions with the CN, the following terms are preferred because they are the same as those used by SA2 :

· “communication patterns” refer to UE level patterns of data traffic, not distinguished by application.

· “network parameters” (configuration) are IEs that application servers can provide to the 3GPP network that are used as proposals to the CN. The CN determines the actual values. The implementation of those values creates what ultimately becomes the actual UE “activity level”
The existing 5GC exposure APIs used based on the info above are (as described in 5.z.3)

· CP configuration – where information provided by the servers is used for resource network planning, with no impact of per-UE functionality

· Activity pattern management: - where the IoT-PCS sets up subscription to UE events. The timing information obtained from the monitoring is used to update the UE activity. Notifications can be forwarded to IoT-app servers for both events provided by the CN and for activity timing changes, as needed.
· Network parameter coordination – where the IoT-PCS provides the activity pattern maintained to the CN, to influence the sleep/active time. The network determines the final values it implements.

Note that no changes are proposed to any Core Network APIs or CN functionality.
2. Reason for Change

Address Key Issues #3 and #4.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97

* * * First Change * * * *

5.Z
Solution #Z: UE activity pattern and monitoring management

5.Z.1
General

5.Z.2
Procedures and information flows

5.Z.2.1
General

UE activity pattern and monitoring  management procedures allow IoT-PCS to offer services leveraging several CN exposure APIs:  communication patterns configuration, network parameter values configuration and UE monitoring event management. 

5.Z.2.2
UE activity pattern and monitoring management subscription procedure

An IoT-App VAL or SEAL server can indicate to the IoT-PCS server its interest in receiving UE activity patterns and monitoring  management services by sending the UE activity pattern and monitoring  management subscription request.
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Figure 5.Z.2.2-1: UE activity pattern and monitoring management subscription procedure
1. In order to subscribe to the IoT-PCS Server services , the IoT-App VAL/ SEAL server sends the UE activity pattern and monitoring management request. 

2. Upon receipt of the request, the IoT-PCS server sends a UE activity pattern and monitoring  management subscription response.

3. The IoT-PCS Server executes one or more management and 5GC exposure procedure, depending on the request received and local policies. Management and 5GC exposure procedures are detailed in clause 5.z.3.

NOTE: Corresponding subscription update request and unsubscribe request procedures will complement this functionality in the normative phase. These would allow the update of the subscription request parameters and the deletion of the entire subscription, respectively.

5.Z.2.3
UE activity pattern update notification procedure

An IoT-PCS Server can provide UE activity pattern information to IoT-App VAL or SEAL servers by sending UE activity pattern update notifications as shown in figure 5.Z.2.3-1

Pre-conditions:

1)
The IoT-App Val/SEAL server has subscribed for UE activity pattern and monitoring  management services, requesting UE activity pattern update notifications.
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Figure 5.Z.2.3-1: UE activity pattern update notification procedure
1. When events lead to updates in the UE activity pattern the IoT-PCS server sends a corresponding notification to the IoT-App VAL/SEAL server

5.Z.2.4
Traffic pattern configuration request procedure

To obtain information about service-specific traffic patterns for a UE,  the IoT-PCS server can request traffic pattern configuration from the IoT-App VAL/SEAL server
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Figure 5.Z.2.4-1: Traffic pattern configuration request
1. In order to obtain the service-specific traffic pattern configuration for a UE, the IoT-PCS Server sends traffic pattern configuration request to the IoT-App VAL/ SEAL server. The request parameters indicate the UE(s) for which the request is made. 

2. Upon receipt of the request, the IoT-App VAL/SEAL server sends a response. The parameters include one or more traffic pattern elements. 

5.Z.2.5
Information Flows

5.Z.2.5.1 
UE activity pattern and monitoring management subscription request 

Table 5.z.2.5.1-1 describes the information flow for the UE activity pattern and monitoring management subscription request  from the IoT-App VAL/SEAL server to the IoT-PCS server.

Table 5.z.2.5.1-1: UE activity pattern and monitoring management subscription request
	Information element
	Monitoring
	Description

	IoT-App VAL UE ID
	M
	UEs hosting IoT-App clients for which the subscription is requested 

	IoT-App VAL service ID
	M
	Identity of the VAL service for which the subscription is requested.

	Management subscription indications
	M
	At least one of the following indications is to be provided

	> UE activity monitoring management indication
	O
	Indicates that management of the UE activity monitoring is requested

	> UE activity monitoring update notification indication
	O
	Indicates that notifications for updates  of the UE activity monitoring is requested

	> CP configuration indication
	O
	Indicates whether CP configuration by the IoT-PCS Server with 5GC  is requested. (NOTE 1)

	> Network parameter coordination indication
	O
	Indicates whether network parameter coordination by the IoT-PCS with 5GC is requested  (NOTE 1)

	IoT-App traffic pattern configuration
	O
	Traffic pattern configuration of the VAL service for this UE, as described in table 5.z.2.5.1-2.

	NOTE 1: 
The CP configuration and the network parameter coordination functionality are also subject to policies available at the IoT-PCS Server.


Table 5.z.2.5.1-2: IoT-App traffic pattern configuration
	Information element
	Monitoring
	Description

	IoT-App VAL UE ID (NOTE2)
	C
	UEs hosting IoT-App clients for which the subscription is requested  

	IoT-App VAL service ID (NOTE2)
	C
	Identity of the VAL service for which the subscription is requested.

	Schedule elements
	O
	List of schedule elements applicable to the traffic patterns of the VAL service for this UE. Each schedule  element is composed from seven fields:  second, minute, hour, day of month, month, day of week and year.  Each element indicates times or durations when the service traffic occurs. Multiple schedule elements can be used to create complex scheduling. (NOTE 3)

	Expiration time
	O
	Identifies when the IoT-App traffic pattern parameter configuration expire. If absent, it indicates that there is no expiration time.

	Stationary indication
	O
	Identifies whether the UE is expected to be stationary or mobile while communicating using this traffic pattern configuration

	NOTE 2: 
This IE is omitted when the IoT-App traffic pattern configuration is provided within the UE activity pattern and monitoring  management subscription request. This IE is mandatory when the IoT-App traffic pattern configuration is provided within traffic pattern configuration request.


NOTE 3: The following is an example of a schedule element with the fields: second, minute, hour, day of month, month, day of week and year:

 *; 0-30 ; 2; *; Jan-Sept; Tues; *. 

This schedule element, when used for IoT-App VAL traffic patterns translates to the following in the CpProvisioning API as described in TS 29.122 clause 5.10: 

· periodicCommunicationIndicator: TRUE

· communicationDurationTime: 30 min

· periodicTime: 1 week

· scheduledCommunicationTime: Tues, 2:00-2:30

· validityTime: calculated using the Jan-Sept range and the provided expiration time.
5.Z.2.5.2 
UE activity pattern and monitoring management subscription response

Table 5.z.2.5.2-1 describes the information flow for the UE activity pattern and monitoring management subscription response from the IoT-PCS server to the IoT-App VAL/SEAL server.

Table 5.z.2.5.2-1: UE activity pattern and monitoring management subscription response

	Information element
	Monitoring
	Description

	Result
	M
	Indicates success or failure of the subscription request


5.Z.2.5.3 
UE  activity pattern update notification

Table 5.z.2.5.3-1 describes the information flow for the UE activity pattern update notification from the IoT-PCS server to the IoT-App VAL/SEAL server.

Table 5.z.2.5.3-1: UE activity pattern update notification
	Information element
	Monitoring
	Description

	 UE ID 
	M
	UE for which the UE activity pattern update the notification is provided for 

	Schedule elements
	O
	Schedule element applicable to the activity patterns of the UE. A schedule element is composed from seven fields:  second, minute, hour, day of month, month, day of week and year.  Each element indicates times or durations of UE availability. 

	Stationary indication
	O
	Identifies whether the UE is expected to be stationary or mobile while communicating using this activity pattern, as determined by the IoT-PCS Server


5.Z.3
Management and 5GC exposure procedures

5.Z.3.1
General

5.Z.3.2
CP configuration procedure

The CP configuration procedure uses the information received by the IoT-PCS Server from the IoT-App regarding predictable communication behaviour of their services to provide information to 5GC for resource planning purposes, using an existing network exposure API.

Pre-conditions:

1) IoT-PCS Server determines to provide the service for a specific UE after receiving CP configuration indications in UE activity pattern and monitoring management subscription requests, subject to policy.
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Figure 5.Z.2.2-1: UE activity pattern and monitoring management subscription procedure
1. The IoT-PCS Server stores all Traffic pattern configurations received for the UE in subsequent UE activity pattern and monitoring management subscription procedure. The IoT-PCS Server can also initiate Traffic pattern configuration requests to obtain additional configurations. The IoT-PCS Server uses the entire set of applicable Traffic pattern configurations to determine a CpParameterSet, as defined in TS 29.122, for the CpProvisioning API.

2. The IoT-PCS Server determines based on local policy when the CpProvisioning API is to be invoked and executes the CP parameter provisioning procedure described in TS 29.122 clause 4.4.9.

5.Z.3.3
Activity pattern management procedure

The Activity pattern management procedure is used to determine and manage a unified Activity pattern applicable to a specified UE. The IoT-PCS Server then uses the 5GC exposure of UE monitoring events to update the UE activity pattern.

Pre-conditions:

1) IoT-PCS Server determines to provide the service for a specific UE if either of the following conditions is true:

a. It receives UE activity monitoring management indications in UE activity pattern and monitoring management subscription requests; or

b.  It determines to provide Network parameter coordination services for the UE.
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Figure 5.Z.2.2-1: UE activity pattern and monitoring management subscription procedure
1. The IoT-PCS Server determines an initial UE Activity Pattern, e.g. by using all Traffic pattern configurations received for the UE .

2. The IoT-PCS Server determines, based on local policy that UE monitoring events are to be configured and executes the corresponding Monitoring procedure as described in TS 29.122 clause 4.4.2.

3. The IoT-PCS Server updates the UE Activity Pattern based on the received monitoring events as follows:

· If a Monitoring Notification report for UE_REACHABILITY is received, and idleMonitoringInfo information is provided in the report, the IoT-PCS Server changes the schedule element of the UE’s activity pattern such that the duration of activity is set to the value of the activeTime parameter configured in the idleMonitoringInfo.

· If a Monitoring Notification report for AVAILABILITY_AFTER_DDN_FAILURE is received after an UE transitions to idle mode, the IoT-PCS Server updates the schedule element of the UE’s activity pattern such that:  the start of an activity window is based on the Idle Timestamp, with a periodicity equal to the TAU/RAU Timer; the duration of the activity window indicates the Active Time value.

· If a Monitoring Notification report for COMMUNICATION_FAILURE is received The IOT-PCS updates the schedule element of the UE’s activity pattern to indicate that no communications are currently available (e.g. by using a keyword such as “NULL”).  Local policies may specify events/ thresholds further defining when the IoT-PCS may provide a UE activity pattern update based on monitoring events. For example, the update may be provided only after repeated communication failures are received within a timespan, or only if high reliability communications are expected.  It is recommended that UE Reachability monitoring is also enabled in conjunction with the Communication Failure monitoring. This enables the IoT-PCS to provide updated timing information once the UE becomes reachable again.

· If a Monitoring Notification report for LOSS_OF_CONNECTIVITY is received, the IoT-PCS Server changes the schedule element of the UE’s activity pattern to indicate that no communications are currently available (e.g. using “NULL”)

4. The IoT-PCS Server notifies subscribers of the UE activity pattern updates, as described in clause 5.z.2.3

5.Z.3.4
Network parameter coordination procedure

The network parameter coordination  procedure uses UE activity pattern information  to influence aspects of UE/network behaviour such as the UE’s PSM and extended idle mode DRX. For this purpose, parameter values may be suggested for Maximum Latency and Maximum Response Time for a UE. 5GC may choose to accept, reject or modify the suggested configuration parameter value.

Pre-conditions:

1) IoT-PCS Server determines to provide the service for a specific UE after receiving Network parameter coordination indications in UE activity pattern and monitoring management subscription requests, subject to policy.

2) IoT-PCS Server determines and manages UE activity patterns as described in clause 5.z.3.3. 
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Figure 5.Z.2.2-1: Network parameter coordination procedure
1. The IoT-PCS Server determines to provide Network parameter configuration to 5GC. This determination can be based on updates to the UE activity patterns resulting from interactions with IoT-App Servers (e.g. Traffic pattern configuration updates), on local policies, etc.

The IoT-PCS Server determines parameters the needed for NpConfiguration data structure as specified in 3GPP TS 29.122 from the UE activity patterns as follows:

· maximumLatency – This value tells the network how long the UE is allowed to sleep.  Setting it to 0 will disable PSM, extended idle mode DRX, and extended buffering.  The IoT-PCS can extract the periodicity derived from the UE activity pattern   The IoT-PCS Server sets Maximum Latency to be approximately the periodicity of the active periods derived from the schedule element of the UE activity pattern.

· maximumResponseTime – When the UE uses PSM, Maximum Response Time tells the network how long the UE should stay reachable after a TAU.  When the UE uses eDRX, Maximum Response Time is used by the network to determine when to send a reachability notification before a UE’s paging occasion.  The IoT-PCS Server extracts a duration of activity from the schedule element of the UE activity pattern and sets Maximum Response Time to reflect the duration of activity, indicating how long the UE should stay reachable for downlink communications. 

2. The IoT-PCS Server performs the Network Parameter Configuration procedure as described in TS 29.122 clause 4.4.12.

NOTE: The values provided by IoT-PCS Server to 5GC in the Network parameter configuration procedure may or may not be accepted by the network. If they are not accepted, 5GC responds accordingly and the previous values apply, or new values are provided. The new values are used by IoT-PCS Server as described in clause 5.z.3.3, when they were provided via monitoring event notifications.

