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1. Introduction

This pCR provides an update to Key Issue #1 to add an open issue for UE triggered network slice adaptation operations.
2. Reason for Change

In some cases, UEs can collect, analyze, and process certain types of information in a more secure and timely fashion than network functions.
For example, application-centric context available to UE clients may not be available in the network.  In addition, the timing of application and/or user requirements changes at the UE differs from what can be detected in the network. 
For cases in which user privacy constraints require user data to be kept local on the UE to ensure user privacy, functionality on the UE may also be in the best position to trigger NS adaptation using local data collection and analysis. For example, expected UE locations or routes which need to be stored locally can be used in conjunction with dynamically changing KPIs (e.g., bandwidth, latency, reliability, etc.) to meet Quality of Experience (QoE) expectations of the user. 
This contribution proposes to add an open issue to KI#1 to study how to enable UEs to provide network slice adaptation triggers for operational and performance optimizations at the UE and/or the network.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99
* * * First Change * * * *

5.1
Key issue 1: Network slice capability management enhancements

SEAL is the service enabler architecture layer common to all vertical applications over 3GPP systems. It provides the functions like location management, group management, configuration management, identity management, key management, network resource management and network slice capability management as defined in 3GPP TS 23.434 [2].

Network slicing is a general network capability which can be applied for many vertical industries. The network slice capability management service in 3GPP TS 23.434 [2] only provides capability of network slice adaptation between NSCE server and the NSCE client. However, for such capability both control plane and management plane interactions need to be considered since there is close coupling between the per UE session and the per slice related actions. For example, the SEAL/NSCE layer may need to be aware of the slice provisioning parameters (NSI/NSSI configuration) which can be provided by the slice management system. Furthermore, NSI/NSSI performance monitoring from management system (e.g. NSI/ NSSI status) may be useful to be known at the enabler layer, since this may affect the application to slice re-mapping triggering (e.g. to re-map to the least congested slice); and may also impact other SEAL provided functionalities (e.g. QoS/resource control, group management etc).

Open issues:

-
Whether and which enhancement to SEAL network slice capability management service is required having in mind SA2 and SA5 slice related exposure?

-
Whether a potential enhancement to SEAL network slice capability management functional model is required?

-
Whether new or enhanced APIs are needed to support the potential SEAL enhancements?

-
How the network slice capability (such as management service (MnS)) consumption may trigger and impact the value-add services provided by the SEAL layer?
-    What kinds of service APIs are required between NSCE client and NSCE server to allow NSCE client to trigger network slice adaptation operations?

