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1. Introduction
This pCR proposes a key issue on SEALDD enabled Data Caching.
2. Reason for Change
As proposed in the SID description of S6-212174:

Application support functions e.g. Caching, distribution and delivery of application content/data for multiple vertical applications.

Data Caching is benefitial for vertical applications to alleviate the pressure of transfering the same contents from the application server to the users in a geographical area. It can also improve the data transmission QoS since the packets are sent from a locally deployed cache server, which is closer to the UE and has more resources (e.g. processing resources and transmission resources) compared to the vertical servers. Some vertical application provider can subscribe to SEALDD server’s service for data caching to reduce the transferring pressure when service burst occurs. The SEALDD server acts as a cache server and caches the most popular content sent from the VAL server. Then the SEALDD server can provide cached application content once requested by other users in the same area. The cache capability provided by SEALDD server enables the VAL application provider to dynamically provide edge caching service to improve the users’ experience in busy hours. It avoids the extra cost for deploying its own Cache server or expanding the server capacity. Data caching service can also be consumed for lossless application data delivery (e.g. application context transfer) between the VAL servers. Employing data caching service removes the complication from the VAL server to support application context transfer. It can also avoid data loss and alleviate the pressure caused by server migration (e.g. EAS relocation).
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.2.0.
* * * First Change * * * *

4.x
Key issue #x: SEALDD enabled Data Storage
Applications can employ data storage service to increase performance by reducing the need for data retrieval over the 3GPP network and backhaul network towards application server. In this case, data requested by the clients or application servers can be received from 3GPP network or specific application servers only once and then be stored in the data storage server. The subsequent requests for data can be sent to the data storage server and the data can be retrieved directly to save the processing time and transferring resources cost on interacting with 3GPP network or application server.

The data stored in the storage server can be content data. In this case, the data storage server acts as a cache server. Then the data storage server can provide cached application content once requested by other users in the same area. Meanwhile, for constrained devices, e.g. battery driven low-power IoT devices, while is sleeping, the data storage server could help to do some caching and then send it out after.

The data stored in the storage server can also be contexts, status reports or analytics collected from application server or 5GS. It will save processing resources and transferring resources of 5GC and application servers. Also, the data storage server can be an interchange server for consumers which do not have direct connections with the data providers (e.g. for application context transfer between EAS without connections).

The following aspects can be studied for this Key Issue:

-
What capability should the SEALDD server provide to support the data storage service?
-
What APIs should SEALDD enabler provide to enable the VAL server and VAL client to use the data storage service provided by SEALDD, such as the creation, refreshing, update, and deletion of the stored data?
-
What APIs should SEALDD enabler provide to VAL clients/servers to monitor the status of the cached data.
-
What management information or analytics should be provided to configure the storage service?
-
Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers.
* * * Next Change * * * *
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