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1. Introduction
New SID to study the Stage 1 requirements related to MCX ad hoc group communication is recently approved. This pCR adds a key issue to investigate the topology hiding of the MC service layer to the MC service client  while establishing the ad hoc group communication for MCX service.
2. Reason for Change
Current MCX specifications do not support ad hoc group communication and this pCR adds a key issue to investigate the topology hiding of the MC service layer to the MC service client  while establishing the ad hoc group communication for MCX service.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-76. The changes in this pCR if agreed should be implemented after implementing S6-220049
* * * First Change * * * *

4
Key issues


4.1
Key issue X – Network topology hiding from MC service client while establishing Ad hoc group communication
Ad hoc group communication enables authorized MCX users to combine a random set of MCX Users into a group communication. To best utilize the network resources, achieve best network performance and provide service resiliance, a network operator normally deploys more than one MC service servers to serve its customers. This is applicable for all types of group communication and especially true in ad hoc group communications when it enables authorized users to combine a random set of MCX users into a group communication. This kind of deployment topology cannot be exposed and learned by the third party and only be controlled by the network operator. Ad hoc group is created spontaneously by the initiating client during the communication set up and therefore it leaves no choice for the network operators to decide on where to host the communication beforehand.
Hence it is required to study the following: 

-
How the group ID used for the ad hoc group communication can be created by MC service client and managed when establishing the ad hoc group communication.

-
Whether and how to support the ad hoc group communication without exposing the network topology.

-
Whether and how to support the ad hoc group communication with dynamically allocated network resources (such as the MC service server that will host the communication).
NOTE: This key issue also applies to existing specification of temporary groups creation by MC service client (e.g user regroup)
* * * End Change * * * *

