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1. Introduction

This pCR provides an architectural solution needed to address all Key Issues. The functional model introduced is harmonized with the deployment models introduced by Solution #2.
2. Reason for Change

Provides an architectural solution needed to address all Key Issues. 

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97

* * * First Change * * * *

5.Y
Solution #Y: IoT Platform Functional Models
5.Y.1
General

The functional model for IoT Platform services is based on the generic SEAL functional model specified in TS 23.434 clause 6. It is organized into functional entities to describe a functional architecture which addresses the support for IoT Platforms. It also harmonized with the solution for IoT Platform deployment options in clause 5.2
5.Y.2
On-network functional models
Figure 5.Y.2-1 illustrates the generic on-network functional model for IoT Platform services in single network exposure access deployment mode.
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Figure 5.Y.2-1: Functional model for IoT-PCS (single network exposure access)
The IoT-PCS client communicates with the IoT-PCS server over the IP-UU reference point, which is an instance of the SEAL-UU generic reference point. The IoT-PCS client provides IoT platform common services functionality to the IoT-App client(s) over IP- C reference point, which is an instance of the SEAL-C reference point. The VAL IoT-App server communicates with the IoT-PCS server over the IP-S reference point, which is an instance of the SEAL-S generic reference point.

The IoT-PCS server communicates with the SCEF via T8 reference point. The IoT-PCS server communicates with the NEF via N33 reference point by mechanisms defined in clause 5.2.6.2 of 3GPP TS 23.502 
When IoT Applications are deployed in a stand-alone mode, without the use of an IoT Platform service, the functional model in Figure 5.Y.2-2 applies. In this case, SEAL services and network exposure may be implemented internally to IoT-App.
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Figure 5.Y.2-2: Functional model for stand-alone IoT Applications (without IoT-PCS services)

For stand-alone IoT applications, the IoT-App client communicates with the IoT-App server over the IP-UU reference point, which is an instance of the SEAL-UU generic reference point. The IoT-App client provides application-specific services to the IoT-App client(s) over IP- C reference point, which is an instance of the SEAL-C reference point. The VAL IoT-App server(s) communicate with the IoT-App SEAL server over the IP-S reference point, which is an instance of the SEAL-S generic reference point.

The IoT-App server communicates with the SCEF via T8 reference point and with the NEF via N33 reference point 
When an IoT Application designed based on a stand-alone model, is deployed in conjunction with an IoT platform, inter-service communication is required between the two SEAL servers. Figure 5.Y.2-3 illustrates the functional model for inter-service communications between an IoT-PCS SEAL Server and an IoT-App SEAL Server.
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Figure 5.Y.2-3: Inter-service communication between IoT-App and IoT-PCS SEAL servers

For inter-service communications, an IoT-App SEAL Server communicates with the IoT-PCS server over the SEAL-X3 reference point. In this deployment, both SEAL servers provide network exposure access, resulting in a distributed network exposure access deployment. Figure 5.Y.2-4 depicts the resulting deployment. Note that this deployment aligns with the distributed network exposure access model introduced by the solution in clause 5.2, while using the proposed IoT-PCS-specific instances of SEAL reference points.

[image: image4.emf]VAL-UU

Network 

interfaces

IP-UU

SEAL

VAL

3GPP 

network 

system

IoT-App

VAL client(s)

UE

IoT-App and 

IoT-PCS

SEAL client(s)

IP-C

IoT-PCS

 SEAL server(s)

IoT-App

 SEAL server(s)

IoT-App

VAL server(s)

*IP-S*

IP-S

Network 

interfaces

IP-UU

SEAL-X3

IoT-App

*IP-S* - Internal to IoT-App


Figure 5.Y.2-4: Functional model for IoT-PCS (distributed network exposure access)

5.Y.2
Functional entities descriptions
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