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1. Introduction
This pCR provides a Solution on enhancements to address EAS selection synchronization.

Green hilights are used for differences between this proposal and S6-212712  discussed during SA6 #46 final phase.
2. Reason for Change
Address Key Issue #8 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 
* * * First Change * * * *

7.X
Solution #X: EAS selection synchronization at registration

7.x.1
Architecture enhancements

None.
7.x.2
Solution description

7.x.2.1
General

The following solution addresses Key Issue #8..

In this solution, the EES leverages pre-existent EAS information at the EEC to enable EAS selection and the synchronization/ alignement of the information about selected EAS(s) between the EEC and EES. This information is provided in the EEC registration request and includes the AC Profiles and an optional list of pre-configured EAS endpoints (e.g. for constrained IoT devices).

The solution also enables EES to use this information to make a determination of the EASs available for service session communications as soon as the EDN capabilities are available after registration. The EES may then determine whether dynamic EAS instantiation triggering should be performd. The EEC is then provided with  EAS information in the registration response. With this solution, ACs can establish communications with the EASs immediately after an initial registration.

7.x.2.2
Procedure
The following text captures the solution by describing the neccesary 3GPP TS 23.558 changes (relative to v17.1.0)  as shown below:

· In clause 8.2.2 AC Profile an optional list of pre-provisioned EAS endpoints is included

· In clause 8.2.6 EES Profile an optional parameter indicates whether the EES supports EAS selection synchronization or not. 
· In clauses addressing EEC Registration (8.4.2.2, step 2) and T-EAS discovery (8.8.3.2, step 4) text specifying that the EES may perform dynamic EAS instantiation triggering as specified in clause 8.12 is included. This is aligned with existing 3GPP TS 23.558 clause 8.12 text, and will just provide the neccesary specification tie-in of this functionality. In addition, in the corresponding registration response information flow (8.4.2.3.3), include information neccesary to synchronise the EAS selection information at the EEC and EES.
· In clause EEC Registration (8.4.2.2, step 2) text specifying the EES behaviour when supporting EAS selection synchronization and receiving the EAS selection synchronization indicator is included.
7.x.3
Solution evaluation

This clause provides an evaluation of the solution.
* * * Enhancement based on TS 23.558 v. 17.2.0   * * * *

8.2.2
AC Profile

An AC Profile includes information about AC used to determine services and service characteristics required.
Table 8.2.2-1: AC Profile

	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application. The IE also indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC.

	List of EASs 
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> EAS Endpoint (NOTE)
	O
	Endpoint information (e.g., URI, FQDN, IP 3-tuple) of a pre-provisioned EAS.

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1

	NOTE : Endpoint information shall be provided only for pre-provisioned EASs.


* * * Enhancement based on TS 23.558 v. 17.2.0   * * * *

8.2.4
EAS Profile

Table 8.2.4-1: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	NOTE: When the EAS Profile is provided as an element of  “EAS selection information” in EEC registration response (Table 8.4.2.3.3-1), only the mandatory IEs are provided.


* * * Enhancement based on TS 23.558 v. 17.2.0   * * * *

8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.11; and 

2.
The EEC has received service provisioning information from the ECS, including information for accessing the EES.
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Figure 8.4.2.2.2-1: EEC registration procedure

1.
The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. 


If the EEC is moving to this EES from the purview of another EES, called S-EES, the request from the EEC may include the identity and endpoint of the S-EES and an EEC context ID that was provided by the S-EES to maintain continuity of the EEC context and to authorize EEC context relocation. If the EEC registration is being performed as part of ACR, the EEC shall not include the S-EES endpoint and the EEC context ID.
2.
Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled without failing to meet the requirements of the already registered EECs, and reserves corresponding resources (e.g. at EASs).
If the EEC indicates in the registration request that it requires EAS selection support the EES selects EASs providing the capabilities required by the AC Profile(s), reserves the corresponding resources and provides the information to the EEC in the registration response. 
If the EES determines that the indicated requirements (including pre-provisioned EAS endpoint, if provided) cannot be fulfilled by already enabled EASs, the EES may trigger EAS instantiation dynamically (clause 8.12). The EES may use the AC Profile description of the minimum and required service KPIs to generate an EAS configuration for the dynamic instantiation request. 
3.
Upon successful validation of the request, if the received EEC registration request contains an EEC context ID and a S-EES Endpoint, the EES performs a EEC Context Pull relocation (clause 8.9.2.2) from the S-EES. The source and target EES perform EEC Context handling as detailed in clause 8.9.1.
NOTE 1:
Only a single EEC Context ID may be provided in the EEC registration request.

NOTE 2:
In this version of specification, each registration procedure relocates a single EEC context.

NOTE 3:
Step 3 is executed when EEC determines to change its connection from S-EES to T-EES and ACR is not required.

If the EEC registration request fails after the EEC Context Pull relocation, e.g., the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause.

4.
The EES sends a successful EEC registration response, which includes the registration ID and may include a newly assigned EEC context ID. If step 3 was executed, the EEC registration response also includes EEC context retrieval result. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.

If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC performs the required EDGE-1 subscriptions at the T-EES.
* * * Enhancement based on TS 23.558 v. 17.2.0   * * * *

8.4.2.3.2
EEC registration request

Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 

Table 8.4.2.3.2-1: EEC registration request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support
	O
	Indicates which ACR scenarios are supported by the EEC. When support of scenarios 3 or 4 is included, it also indicates if the EEC requests EAS selection support,

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID (NOTE)
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID (NOTE)
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint (NOTE)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	NOTE:
This IE shall not be present when EEC registration is performed as part of ACR.


8.4.2.3.3
EEC registration response

Table 8.4.2.3.3-1 describes information elements in the EEC registration response from the EES to the EEC.
Table 8.4.2.3.3-1: EEC registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> EEC Context Relocation status
	O
	Indicates whether the EEC context retrieval from the S-EES was successful or not.

	>  EAS selection information
	O
	List of EASs selected to provide the capabilities required by the AC Profiles if the request indicates that the EEC requires EAS selection support. Each element includes only the mandatory IEs of a corresponding EAS Profile. If the EES selects no  EASs, the list may be empty.

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


* * * Enhancement based on TS 23.558 v. 17.2.0   * * * *

8.8.3.2
Discover T-EAS

Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.

Pre-conditions:

1.
Information related to the EES is available with the S-EAS, if the procedure is triggered by the S-EAS.
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Figure 8.8.3.2-1: Discover T-EAS

1.
The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI. The S-EAS also includes an EAS service continuity support indicator indicating that the S‑EAS decided ACR according to clause 8.8.2.4 is to be used for the ACR.
NOTE:
The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.

2.
If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. If the UE location is not known to the S-EES or provided by the S-EAS request, then the S-EES may interact with 3GPP core network to retrieve the UE location. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1. If the S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the S-EAS triggered discovery or stops for the S-EES decided ACR execution, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.

3.
The S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The S-EES discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1.


The S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the S-EES received an EAS service continuity support indicator from the S-EAS, then the S-EES includes this EAS service continuity support indicator and its own EES service continuity support indicator indicating the ACR scenarios supported by the EES. If in step 1 the S-EES decided to execute the ACR, the S-EES includes the EAS service continuity support indicator received from the S-EAS during EAS registration and includes an EES service continuity support indicator indicating that the S‑EES executed ACR according to clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the EAS management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.

4.
The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected service KPIs and the Minimum required service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the S-EES and the S-EAS. The S-EES may cache the T-EAS information. If the T-EES discovers no suitable T-EAS(s), the T-EES may trigger EAS instantiation dynamically (clause 8.12). The EES may use the EAS discovery filters to generate an EAS configuration for the dynamic instantiation request.
5.
If the request was received from the S-EAS, the S-EES responds to the S-EAS with the discovered T-EAS Information.

