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1. Introduction
The editor’s notes related with the reference point interface between NSCE server and OAM are listed in TR 23.700-99. In SA5, the management service are defined and the architecture of EGMF are defined to support the service exposure to the third-party.
2. Reason for Change
It is proposed to address the editor’s notes in the clause of requirements and architecture in 3GPP TR 23.700-99.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 23.700-99.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications". 

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
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3GPP TS 23.501: "System architecture for the 5G System (5GS)"

[4]
3GPP TS 23.502: "Procedures for the 5G System (5GS)".
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3GPP TS 28.531: "Management and orchestration; Provisioning".
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3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
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3GPP TS 28.104: "Management and orchestration; Management Data Analytics".
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[17]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[18]
3GPP TS 22.263: "Services and System Aspects; Service requirements for video, imaging and audio for professional applications (VIAPA)".
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3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".

[x]
3GPP TS 33.434: "Security aspects of Service Enabler Architecture Layer (SEAL) for verticals".

* * * Next Change * * * *

4.1.1
General requirements

[AR.4.1.1-a]
The application enablement layer shall support interaction with 3GPP network management system to consume network slice management service. 

NOTE: The consuming of the network slice management service related procedures are specified in TS 28.531[5].
Note:
The NSCE layer acts a service consumer utilizing the management services exposed by EGMF as defined in SA5 if authorized.
[AR-4.1.1-b] The NSCE architecture shall support one or more applications from the same vertical.

[AR-4.1.1-c] The NSCE client shall be able to communicate to multiple NSCE servers.

* * * Next Change * * * *

<Proposed change in revision marks>

4.1.2
Security requirements

[AR-4.1.2-a] The application architecture shall provide mechanisms to authorize the usage of network slicing related services by the VAL servers and NSCE clients.

[AR-4.1.2-b] The application architecture shall support mutual authentication and authorization check between clients and servers, servers and servers that interact.

Note:
The authentication and authorization aspects related to VAL servers and NSCE enablers are out scope of this study and to be addressed by SA3, in TS 33.434[x].
* * * Next Change * * * *

4.2.2
Architecture
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Figure 4.2.2-1 Architecture for network slice capability enablement – Service based representation
Figure 4.2.2-1 exhibits the service-based interfaces for providing and consuming network slice capability enablement services. 

The mechanisms for service discovery in the service-based representation depicted in figure 4.2.2-1 are as follows:

-
The network slice capability enablement server could provide service to VAL server and NSCE client through interface SNsce.

NOTE: the NSCE layer is the enhancement of SEAL NSCM layer, but which term is going to be used in the specification is FFS.
Figure 4.2.2-2 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [3].
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Figure 4.2.2-2 Architecture for network slice capability enablement utilizing the 5GS network services based on the 5GS SBA – Service based representation
Figure 4.2.2-3 depicts the network slice capability enablement architecture in the non-roaming case, using the reference point representation showing how various entities interact with each other.
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Figure 4.2.2-3 Architecture for network slice capability enablement – reference points representation
The network slice capability enablement client communicates with the network slice capability enablement server over the NSCE-UU reference point. The network slice capability enablement client provides the support for network slice capability enablement functions to the VAL client(s) over NSCE‑C reference point. The VAL server(s) communicates with the network slice capability enablement server over the NSCE-S reference point. The network slice capability enablement server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, NSACF, etc.), or interacting with PCF directly via N5, if permitted. The network slice capability enablement server may interact with OAM system over NSCE-OAM reference point, as consumer in both NSaaS and NoP model (for Network Slice Provisioning capabilities, Performance Assurance,   Fault Supervision etc.).
Note:
The NSCE-OAM reference point can be relized by the services exposed by EGMF.
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