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1. Introduction
This contribution provides a proposal for FFAPP Architecture.
2. Reason for Change
Add FFAPP Architecture.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v0.2.0.
* * * First Change * * * *

5.2
Architecture

This clause describes the architecture for enabling edge applications in the following representations:

-
A service-based representation of the functional model for FF services; and 

-
A service-based representation as specified in 3GPP TS 23.501 [4], where the Network Functions (e.g. NEF) enable authorized FF application layer functions (e.g. FAE) i.e. Application Functions, to access their services; 

-
A service-based representation, where the Core Network Northbound APIs as specified in 3GPP TS 23.501 [4] and 3GPP TS 23.502 [x], are utilized by authorized FF application layer functions via CAPIF core function specified in 3GPP TS 23.222 [6]; and
-
A reference point representation for FF application layer functional model.

FF application layer functions shown in the service-based representation of the FF architecture shall only use service-based interfaces for their interactions.

Figure 5.2-1 illustrates the service based representation of architecture for FF applications.
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Figure 5.2-1: FF application layer architecture - service-based representation
The service-based interface for FAE server is representation as Sfae.
Figure 5.2-2 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [4].
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Figure 5.2-2: Utilization of 5GS network services based on the 5GS SBA – service based representation

The FAE server and FF application specific server acts as AFs for consuming network services from the 3GPP 5G Core Network entities over the Service Based Architecture specified in 3GPP TS 23.501 [4]. 

Figure 5.2-3 illustrates the service-based representation for utilization of the 5GC northbound APIs via CAPIF.
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Figure 5.2-3: Utilization of Core Network Northbound APIs via CAPIF – service based representation

The FAE server and FF application specific server act as authorized API invoker to consume services from NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [6]. 

The mechanism for northbound APIs discovery using the service-based interfaces depicted in figure 5.2-3 is as specified in 3GPP TS 23.222 [6].

Figure 5.2-4 illustrates the reference point representation of the architecture for FF application layer.


[image: image4.emf]FF UE2

FF UE1

5GS

FF application server 

FF application 

specific client

FF application 

specific client

FF application specific server

SEAL clients SEAL clients

SEAL servers

FAE client FAE client

FAE server

FF application 

specific layer

FAE layer

SEAL

FFA-2 FFA-1

FAE-2

SEAL-PC5

FAE-1

SEAL-UU

SEAL-C SEAL-C SEAL-C SEAL-C

FAE-C FAE-C FAE-S

SEAL-S SEAL-S

FAE-E

Network interfaces

Network interfaces


Figure 5.2-4: FF application layer architecture - reference point representation
The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FAE layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application layer functional model utilizes the SEAL services as specified in 3GPP TS 23.434 [5].

The FAE server is located in the FAE layer. The SEAL services utilized by FAE layer are location management, group management, configuration management, identity management, key management, network resource management and network slice capability management. The FF application specific layer consists of the FF application specific functionalities.

NOTE 1:
The functionalities of the FF application specific layer are out of scope of the present document.
The FF application server consists of the FAE server, the SEAL servers and the FF application specific server. The FAE server provides the FF application layer support functions to the FF application specific server over FAE-S reference point. The SEAL server(s) provide the SEAL services to the FF application specific server over SEAL‑S reference point.
The FF UE consist of the FAE client, the SEAL clients and the FF application specific client. The FAE client provides the FF application layer support functions to the FF application specific client over FAE-C reference point. The SEAL client(s) provide the SEAL services to the FF application specific client over SEAL‑C reference point.
NOTE 2:
In some deployments, the client and server entities of SEAL can be part of FAE client and FAE server respectively.

The FAE client acts as a VAL client for its interaction with the SEAL clients as specified in 3GPP TS 23.434 [5]. The FAE server acts as a VAL server for its interaction with the SEAL servers as specified in 3GPP TS 23.434 [5].

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client communicates with FF application specific server over FFA-1 reference point.

NOTE 3:
The FFA-1 reference point is out of scope of the present document.
In the FAE layer, the FAE client of FF UE2 communicates with FAE client of FF UE1 over FAE-2 reference point. In the FF application specific layer, the FF application specific client of FF UE2 communicates with FF application specific client of FF UE1 over FFA-2 reference point.

NOTE 4:
The FFA-2 reference point is out of scope of the present document. 
The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [5];

-
Group management as specified in 3GPP TS 23.434 [5];

-
Configuration management as specified in 3GPP TS 23.434 [5];

-
Identity management as specified in 3GPP TS 23.434 [5];

-
Key management as specified in 3GPP TS 23.434 [5]; 

-
Network resource management as specified in 3GPP TS 23.434 [5] and;

-
Network slice capability management as specified in 3GPP TS 23.434 [5].

The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between the SEAL clients is supported by SEAL-PC5 reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 5:
The SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [5].
To support distributed FAE server deployments, the FAE server interacts with another FAE server over FAE-E reference point.

FF UE1 can also act as a UE-to-network relay,

-
to enable FAE client on FF UE2 to access FAE server over FAE-1 reference point; and

-
to enable FF application specific client on FF UE2 to access FF application specific server over FFA-1 reference point.
* * * Second Change * * * *

2
References

[x]
3GPP TS 23.502: "Procedure for the 5G System (5GS); Stage 2".
* * * End Change * * * *
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