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1. Introduction
This pCR provides a Key issue on T-EES discovery for Edge services support across ECSPs.

2. Reason for Change

In roaming scenario or the edge services supported across ECSPs, the UE needs to discovery the availability of edge computing service via ECS available in the VPLMN or the partner ECSP. However the target EDN and source EDN are operated by different ECSP which may not have the connection with each other, then the S-EES may not be able to send "discovery T-EAS message" to the T-EES causing the failure of ACR. It is not clear how to discovery and select a suitble T-EES which has the connection with the S-EES when ACR happens across the ECSPs.

Thus in release 18, how to discovery and select a suitble T-EES which has the connection with the S-EES when ACR happens across the ECSPs needs to be studied.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.
* * * First Change * * * *

4.6
Key issue #6: Edge services support across ECSPs

An edge service or an EAS (e.g. V2X server) can be provided via different EDNs deployed by different ECSPs. Each ECSP may not have the required infrastructure to install the EAS in every EDN due to financial, regulatory and operation constraints. It is assumed that a UE can access the same edge service served by different EASs which are registered to different EESs and deployed by different ECSPs, which have a service level agreement to share edge services. These ECSPs can deploy EESs to serve different PLMNs or different coverages of the same PLMN. A typical scenario is depicted in Figure 4.6-1.
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Figure 4.6-1 EAS deployed by different ECSPs

In Figure 4.6-1, the EAS2 resident in EDN1 and EDN2 provides the same service. The UE may be configured with the ECS1 configuration information (e.g., if the UE is a subscriber of ECSP_1). It is not clear how to provision the ECS2 configuration information, deployed by ECSP_2 (a partner of ECSP_1), to the UE when the UE is out of the service area of EAS2 in ECSP1 and cannot find a suitable EES within ECSP1 to discover and connect to EAS2.  The same issue exists when EAS2 becomes unavailable due to other reasons, e.g. overload, or in cases where ECSP_1 does not deploy EAS2 at all and relies on partner ECSP_2 to provide the edge service.

Besides, the UE may have already accessed the EAS2 in the EDN1 and is getting service from that EAS. In that case, it is not clear how to support service continuity due to UE mobility when the UE moves out of the service area of the EAS2 in EDN1 and goes to the service area of the EAS2 in EDN2. 
Furthermore, the target EDN and source EDN are operated by different ECSP which may not have SLA with each other, then the S-EES may not be able to communicate with a T-EES (discovered from ECS) due to lack of SLA. Unfortunately, in Rel17 this failure may only be detect upon EDGE-9 interaction.
The following study is needed:

1.
Identify potential enhancements to the existing architecture defined in Rel-17 to enable inter-ECSP interactions.
2.
Study potential impact to support ECS discovery and service provisioning based on UE location.

3.
Whether and how EEC registers with an EES deployed by a partner ECSP?

4.
Study potential impact to support service continuity.  
5.
How is EEC context continuity maintained across ECSPs with or without ACR? 

6.
How the ECS can discover a T-EES having SLA with S-EES based on the federation agreements between ECSPs before EDGE-9 interaction?
* * * End of Change * * * *
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