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1. Introduction
The pCR proposes procedures to collect applicaton status infomration from the ASM client
2. Reason for Change
As specified in KI#2, It is required to detect failure and unavailability of the thurd party server.
The 3GPP network shall be able to detect and monitor a third-party server's operational status e.g., congestion levels, failure, and unavailability of the third-party server.
It is not always possible for third party server to provide status information to ASM server (e.g. in case of server breakdown or server heavily overloaded with client requests). In such case, service experience of the client may not meet the expectation as specified in service lelvel agreement or client may face service interuption.

In order to enable ASM server to properly detect the operational status of the third part server, it is desire to collect application status infomration (or feedback) from the client.
Also, we need to resolve the following EN:
Editor's note: Whether and how ASM client is used to monitor application service is FFS.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97 v0.4.1.
* * * First Change * * * *

5.1.4.x
ASM Client pushes service experience report to the ASM Server
The ASM client keeps monitoring the different service KPIs as experienced for the application service. The KPIs include application specific performance measurements like end-to-end response time, connection bandwidth, request rate, server availability time, etc. On request from user or VAL client or any other trigger conditions, the ASM client sends the service experience report about a VAL server to the ASM server. Figure 5.1.4.x-1 illustrates a scenario of ASM Client pushes service experience report to the ASM Server.

Pre-condition:

1.
ASM client determines to send service experience report based on certain criteria (e.g. VAL User request, VAL client request, any preconfigured or explicit configured triggering event, periodic event, like so)
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Figure 5.1.4.x-1: ASM Client pushes service experience report to the ASM Server
1.
The ASM client sends Push service experience request to the ASM server. The request contains service experience report about a VAL server (e.g. end-to-end response time as experienced by client, connection bandwidth, request rate by client, VAL server availability, etc) and includes the VAL UE ID, VAL service ID, VAL server identity for which the report is being sent and time stamp of the report.
2.
Upon receiving the Push service experience request from the ASM client, the ASM server stores the report in to the database or permanent storage.

3.   The ASM server may take further actions based on the analysis of the report as shared by the ASM client.
a)   the ASM server may decide to collect additional information from other UEs or ASM clients (e.g. by using pull service experience procedure as specified in clause 5.1.4.y);

4.
The ASM server sends Push service experience response to the ASM client. 
NOTE:
Step 3 and 4 can be performed in parallel.
5.
The ASM server may determine the corrective action as specified in clause 5.1.4.z. If the issue is identified with the VAL UE, the ASM server may inform the corrective actions to be taken by the VAL UE.
* * * Next Change * * * *

5.1.4.y
ASM Server pulls service experience report from the ASM Client
Figure 5.1.4.y-1 illustrates the procedure for the ASM server to pull the service experience report from the ASM clients. The procedure can be initiated by the ASM server upon receiving a Push service experience request from an ASM client or upon receiving a request from application service provider (application server) to get the service experience report from the clients or any other event that requires the ASM server to determine the service experience data. 
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Figure 5.1.4.y-1: ASM Server pulls service experience report from the ASM Client
1.
The ASM server sends Pull service experience request to the ASM client. The request contains identity of the specific VAL server for which the service experience report is required. The request includes the VAL service ID and VAL server identity for which the report is requested.
2. 
Upon receiving the Pull service experience request from the ASM server, the ASM client takes user consent to send the report if the user consent is not available already. 

3.
The ASM client sends the Pull service experience response to the ASM server. The response contains result indicating whether the report is available or not. If report is available, the response contains service experience report about a VAL server (e.g. end-to-end response time as experienced by client, connection bandwidth, request rate by client, VAL server availability, etc) and includes the VAL UE ID, VAL service ID, VAL server identity for which the report is being sent and time stamp of the report.
4.
The ASM server stores the service experience report in to the database or permanent storage.

5.
The ASM server may takes the corrective action as specified in clause 5.1.4.z.
* * * Next Change * * * *

5.1.4.z
ASM Server determines corrective action

Based on the collective analysis of all reports, the ASM server performs following actions:

1)
Determining the entity producing the issue, i.e. whether the reported issue is at VAL client or VAL server or 3GPP network. 

Editor’s note:
How ASM server determines the entity producing the issue (i.e. the issue is at VAL client or VAL server or the 3GPP network) is FFS.

2)
Once the entity causing the issue is identified, the ASM Server need to determine the corrective action for that entity.
NOTE:
ASM server logic and algorithm to determine the corrective action based on the entity causing the issue (i.e. issue is at VAL client or VAL server or the 3GPP network), is out of scope of this specification and implementation specific.
3)
ASM server informs the corrective action towards the entity causing the issue.
Editor’s note:
How ASM server informs the corrective action to appropriate entity is FFS.
* * * Next Change * * * *

5.1.2.2
Application service management client

The application service management client acts as a SEAL client for application service monitoring and traffic control function.


* * * End of Change * * * *
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