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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
As specified in Annex C of TS 23.558 (Rel-17), the two architectures (EDGEAPP and ETSI MEC) can be present in a single system. This pCR provides considerations for mapping EAS IE to MEC Application Instance IE (AppInfo). 
2	Proposal
It is proposed to modify the text of TR 23.700-98 as follows.


1st CHANGE
[bookmark: _Toc90491496][bookmark: _Hlk96111308]A.2	Service consumer and service provider
The functionalities enabled via the Mp1 reference point between MEC applications and MEC platform is mainly described in ETSI GS MEC011 [14]. The related functionality includes MEC service registration/deregistration, MEC service discovery and event notifications. Other functionality includes MEC service availability, traffic rules, DNS and time of day.
From ETSI MEC's perspective, there are two types of MEC Applications, i.e., MEC Application that consumes MEC Services and MEC Application that provides MEC service(s). For the MEC Application that provides MEC service(s), the MEC Application sends a service registration request to the MEC platform to register the MEC service during the MEC Application start-up procedure. As for the MEC Application that consumes MEC Services, the MEC Application can send a service query request to the MEC platform to discover a MEC service. It should be noted that the API of registration and discovery is defined for MEC service. 
In R17 of SA6, the EES can take the role of the CAPIF core function, and the vertical application enabler server acting the AEF and publish the vertical application enabler server APIs to the EES. Further, the vertical application enabler server APIs is discovered by the EASs acting as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [15].
In clause 4.2, the Key issue #2 plans to study Enablement of Service APIs exposed by EAS. The R17 of EDGEAPP only defines the functionality of EAS acting as an invoker, which is similar to MEC Application that consumes MEC Services defined in ETSI MEC:
[bookmark: OLE_LINK69][bookmark: OLE_LINK70][Observation A.2-1] The R17 of EDGEAPP only defines the functionality of EAS acting as an invoker, which is similar to MEC Application that consumes MEC Services defined in ETSI MEC. According to the Key issue #2 in clause 4.2, The EAS acting as a service provider is expected to be defined in R18 and expose service APIs. 
A.3	EAS/MEC application profile provisioning

ETSI MEC and EDGEAPP defined different styles of EAS/MEC application profile provisioning. To put it more detail, the MEC application profile is provided by the OAM. The information flows for lifecycle management of MEC applications is described in ETSI GS MEC010-2 [13]. The informational flows for the optional MEC Application registration are described in ETSI GS MEC 011 [14]. The MEC application can start producing or consuming MEC Services after the MEC Application is instantiated / start-upand running. The application Descriptor information (AppInfoD), which can be regarded as the MEC application profile, represents the information provided by the MEC application instance as part of the “application registration request” messageis part of application package and describes application requirements and rules required by the application provider. The attributes of the AppInfoD are availablequoted from the clause 6.2.1.27.1.2.6 of ETSI GS MEC0110-2 [143]. as below:

Table 7.1.2.6-1: Attributes of AppInfo
	Attribute name
	Data type
	Cardinality
	Description

	appName
	String
	1
	Name of the application. It shall be consistent with the appName in the AppD, if an AppD is available.

	appProvider
	String
	1
	Provider of the application. It shall be consistent with the appProvider in the AppD, if an AppD is available.
See note 1.

	appCategory
	CategoryRef
	0..1
	Category of the application.

	appDId
	String
	0..1
	The application descriptor identifier. It is managed by the application provider to identify the application descriptor in a globally unique way. Shall be present if the application instance is instantiated by the MEC Management.

	appInstanceId
	String
	0..1
	Identifier of the application instance. Shall be present if the application instance is instantiated by the MEC Management.

Editor's note #1: further clarification is needed to appInstanceId.

	endpoint
	EndPointInfo
	0..1
	Endpoint information (e.g. URI, FQDN, IP address) of the application server, which is part of the application functionalities.
See note 2.

	appServiceRequired
	ServiceDependency
	0..N
	Describes services a MEC application requires to run. ServiceDependency is defined in ETSI GS MEC 010-2 [4]. It shall shall not be provided if an AppD is available.

	appServiceOptional
	ServiceDependency
	0..N
	Describes services a MEC application may use if available. ServiceDependency is defined in ETSI GS MEC 010-2 [4]. It shall shall not be provided if an AppD is available.

	appFeatureRequired
	FeatureDependency
	0..N
	Describes features a MEC application requires to run. FeatureDependency is defined in ETSI GS MEC 010-2 [4]. It shall shall not be provided if an AppD is available.

	appFeatureOptional
	FeatureDependency
	0..N
	Describes features a MEC application may use if available. FeatureDependency is defined in ETSI GS MEC 010-2 [4]. It shall shall not be provided if an AppD is available.

	isEas
	Boolean
	0..1
	Indicate whether the application is an EAS (as defined in ETSI TS 123 558 [21]). 
Default to FALSE if absent.

	easProfile
	EASProfile
	0..1
	EAS profile as defined in 3GPP TS 29.558 shall be present if isEas is TRUE.
See note 1 and note 2.

	NOTE 1:	If EASProfile is present, provId shall be consistent with appProvider, i.e. the same.
NOTE 2:	If EASProfile is present, endpoint shall refer to the same end point as endPt provided in that data type.



Table A.3-1: Attributes of the AppD [x1]
	Attribute name
	Cardinality
	Data type
	Description

	appDId
	1
	String 
	Identifier of this MEC application descriptor. This attribute shall be globally unique. See NOTE 1.

	appName
	1
	String
	Name to identify the MEC application.

	appProvider
	1
	String
	Provider of the application and of the AppD.

	appSoftVersion
	1
	String 
	Identifies the version of software of the MEC application.

	appDVersion
	1
	String 
	Identifies the version of the application descriptor.

	mecVersion
	1
	String 
	Identifies version(s) of MEC system compatible with the MEC application described in this version of the AppD.
The value shall be formatted as comma-separated list of strings. Each entry shall have the format <x>.<y>.<z> where <x>, <y> and <z> are decimal numbers representing the version of the present document.
Whitespace between list entries shall be trimmed before validation.

	appInfoName
	0..1
	String
	Human readable name for the MEC application.

	appDescription
	1
	String
	Human readable description of the MEC application.

	virtualComputeDescriptor
	1
	VirtualComputeDescriptor
	Describes CPU and memory requirements, as well as optional additional requirements, such as disk and acceleration related capabilities, of the virtualisation container used to realise this MEC application.

	swImageDescriptor
	1
	SwImageDescriptor
	Describes the descriptors of the software image to be used by the virtualisation container used to realise this MEC application.

	virtualStorageDescriptor
	0..N
	VirtualStorageDescriptor
	Defines descriptors of virtual storage resources to be used by the MEC application.

	appExtCpd
	0..N
	AppExternalCpd
	Describes external interface(s) exposed by this MEC application.

	appServiceRequired
	0..N
	ServiceDependency
	Describes services a MEC application requires to run.

	appServiceOptional
	0..N
	ServiceDependency
	Describes services a MEC application may use if available.

	appServiceProduced
	0..N
	ServiceDescriptor
	Describes services a MEC application is able to produce to the platform or other MEC applications. Only relevant for service-producing apps.

	appFeatureRequired
	0..N
	FeatureDependency
	Describes features a MEC application requires to run.

	appFeatureOptional
	0..N
	FeatureDependency
	Describes features a MEC application may use if available.

	transportDependencies
	0..N
	TransportDependency
	Transports, if any, that this application requires to be provided by the platform. These transports will be used by the application to deliver services provided by this application. Only relevant for service-producing apps. See NOTE 2.

	appTrafficRule
	0..N
	TrafficRuleDescriptor
	Describes traffic rules the MEC application requires.

	appDNSRule
	0..N
	DNSRuleDescriptor
	Describes DNS rules the MEC application requires.

	appLatency
	0..1
	LatencyDescriptor
	Describes the maximum latency tolerated by the MEC application.

	terminateAppInstanceOpConfig
	0..1
	TerminateAppInstanceOpConfig
	Configuration parameters for the Terminate application instance operation.

	changeAppInstanceStateOpConfig
	0..1
	ChangeAppInstanceStateOpConfig
	Configuration parameters for the change application instance state operation.

	userContextTransferCapability
	0..1
	UserContextTransferCapability
	If the application supports the user context transfer capability, this attribute shall be included.

	appNetworkPolicy
	0..1
	AppNetworkPolicy
	If present, it represents the application network policy of carrying the application traffic.

	NOTE 1:	The appDId shall be used as the unique identifier of the application package that contains this AppD.
NOTE 2:	This attribute indicates groups of transport bindings which a service-producing MEC application requires to be supported by the platform in order to be able to produce its services. At least one of the indicated groups needs to be supported to fulfil the requirements.
NOTE 3:	The support of application descriptor containing descriptions of multiple virtualisation containers and/or application software images is out of scope of the present document.



Some fields in AppInfo are intentionally not duplicating the EAS profile (if present) with conflicting parameters but should be consistent with them. This is highlighted in NOTE 1 and NOTE 2, for example. It can be seen that the unlike AppD [13], which is mainly used in the management plane for instantiating an application, and it is typically static in nature, AppInfo carries the runtime information about the MEC application instance.and with little differentiation no matter where the MEC hosts is.
In EDGEAPP, the EAS profile is provided in the EAS registration request. According to clause 8.2.4 of 3GPP TS 23.558 [2] the information element of the EAS profile is listed as below:
Table A.3-2: EAS Profile
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [14].
It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 



[bookmark: OLE_LINK71][bookmark: OLE_LINK72]Comparison of Table AppInfo in 7.1.2.6 of ETSI GS MEC 011 [14] A.3-1 and EAS Profile in Table A.3.2 shows that: 
[Observation A.3-1] Both ETSI MEC and EDGEAPP provides similar types of EAS/MEC application profile provisioning. Both the EAS Profile and MEC Application Instance (AppInfo) is provided during the application registration request.ETSI MEC and EDGEAPP defined different style of EAS/MEC application profile provisioning. The MEC application profile is provided by the OAM while in EDGEAPP the EAS profile is provided in the EAS registration request. It is FFS whether and how to address such differences in SA6.
[Observation A.3-2] Some IEs of the EAS profile may overlap with the ones defined in AppInfoD (e.g., EAS ID vs. appName, EAS Provider Identifier vs. appProvider, EAS description Endpoint vs. appDescriptionemdpoint). Both AppInfo and EAS Profile has many optional IEs, whether and how to address their differences in SA6 is FFS.Different from the AppD, most of the IEs of the EAS profile are optional. It is FFS whether and how to address such differences in SA6.

End of 1st CHANGE

2nd CHANGE
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