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1. Introduction
A new KI for PINAPP is proposed. The KI is for a PIN, how to the devices to create/modify/delete a PIN by application mechanism and how to add or remove PIN elements in a PIN by application mechanism. The below new KI is proposed added into 3GPP TR 23.700-78 v 0.0.0.
2. Proposal
It is proposed to agree the following text in 3GPP TR 23.700-78 v 0.0.0.


[bookmark: clause4][bookmark: _Toc85521054][bookmark: _Toc517082226]* * * * First change * * * *
4	Key issues
[bookmark: _Toc85521055]4.1	Key issue #a: PIN Management
As indicated in clause 6.38 of TS 22.261[x], the following requirements will be studied in this TR phase and reflect in this key issues: 
-	The 5G system shall support mechanisms to identify a PIN, a PIN Element, an eRG and a PRAS.
-	The 5G system shall be able to support PINs with PIN Elements subscribed to more than one network operator (e.g., a PIN Element that is a MUSIM UE and subscribes to different operators respectively, one PIN Element subscribed to network operator A and another PIN Element subscribed to network operator B).
In order to avail PIN management, for example, PIN creating/modifying/deleting UE or PINAPP should be able to trigger PIN management request to MNO. What is critical is whether and how the UE or PINAPP triggers PIN managment request. Also, for MNO, how to receive and authenticate PIN management request is FFS. 
After creating a PIN, in order to avail PIN service to other PIN elements (e.g.: IoT device), the PIN elements should be able to newly added into a PIN. So for the management of PIN, add or remove the PIN elements into a PIN is nessasary. Also, one of the most important features of PIN is PIN Gateway elements can communicate with 5G network and some of the PIN elements interact directly to other elements interanl a PIN. How to manage the specific permissions, for example, communicate with UE outside of PIN or connect to 5G network are important. 
It is required to study the following:
-	Who can manage (create/modify/delete) a PIN?
-	How to PIN elements subscribe to network operator?
-	Whether and how to triggers a PIN network management request, for example, PIN creating/modifying/deleting? What parameters are required in PIN network management request? 
-	How to operator network perform authorize and authentication to the PIN network managment request? 
-	How to add/remove PIN elements into a PIN after PIN establishment? What parameters or information are needed during adding/removing PIN elements into a PIN? How to configure newly added PIN element? 
-	Determine the certain PIN services in PIN.
NOTE X:	PIN management services defined by SA2 will be reused and under consideration in PINAPP.

4.2	Key issue #x: <Title>
This clause describes the key issue with a suitable title. Please provide a high-level description of the key issue along with a list of open issues.
* * * *   Next change   * * * *
[bookmark: _Toc85521074]9	Overall evaluation
This clause provides a summary of architecture enhancements and solution evaluations.
[bookmark: _Toc365058][bookmark: _Toc82472220][bookmark: _Toc82473765][bookmark: _Toc82473827][bookmark: _Toc85521075]9.1	Architecture enhancements
[bookmark: _Toc365059][bookmark: _Toc82472221][bookmark: _Toc82473766][bookmark: _Toc82473828][bookmark: _Toc85521076]9.2	Key issue evaluations
[bookmark: _Toc25612827][bookmark: _Toc25613530][bookmark: _Toc25613794][bookmark: _Toc27647752][bookmark: _Toc82472222][bookmark: _Toc82473767][bookmark: _Toc82473829][bookmark: _Toc85521077]9.2.1	General
All the key issues, solutions and architecture enhancements specified in this technical report are listed in Table 9.2.1-1.
Table 9.2.1-1 provides a mapping of the key issues to the related solutions. It also indicates whether the solution requires enhancement to the Release-17 architecture and lists the dependencies on other working groups.
Table 9.2.1-1 Key issue and solutions 
	Key issues
(evaluation clause reference)
	Solution
	Architectural enhancement

(clause reference)
	Enhancements required
	Dependency on other working groups

	KI #a PIN Management
	
	
	
	

	KI#1: <title>
	Solution #x: <title>
	6.x
	Architecture / None
	<WG>

	
	Solution #y: <title>
	6.y
	Architecture / None
	<WG>



[bookmark: _Toc82472223][bookmark: _Toc82473768][bookmark: _Toc82473830][bookmark: _Toc85521078]9.2.2	Evaluation of key issue #a: PIN Management
9.2.x	Evaluation of key issue #x
This clause provides an overall evaluation of all the solutions defined for Key Issue #x.
* * * *   End of changes   * * * *
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