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1. Introduction

This paper proposes a solution for service differentiation in KI#12.

2. Reason for Change

The user group information is introduced to solve the KI 12 describe as below:

 

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.
* * * First Change * * * *

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * Next Change * * * *

7.X
Solution #X: EAS discovery for different users 
7.X.1
Architecture enhancements

None.

7.X.2
Solution description

7.X.2.1
General

The following solution corresponds to the key issue #12 on service differentiation for users.

In this solution, the User information corresponding to service permission level is introduced to achieve service differentiation. 
The User information corresponding to service permission level could be a list of UE identifier(s) which are permitted to get the service in corresponding service permission level. It enables EES support to handle the information of user priority or something like “white list”. And it is provided to EES by EAS during the EAS registration or EAS registration update.
Then the User information corresponding to service permission level should be added in the EAS profile as shown below:

Table 8.2.4-1: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].
It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	User information corresponding to service permission level
	O
	The UE identifier(s) which are permitted to get the service in corresponding service permission level.


7.X.2.2
Procedure
In this solution, when EES receives the EAS discovery request, it will check the UE identifier and find out whether it is permitted to get the service in corresponding service permission level by retrieving the User information corresponding to service permission level. 
To support the capability, following update should be added after TS 23.558 clause 8.5.2.2, step2.

NOTE: If the User information corresponding to service permission level is provided to EES during the EAS registration or EAS registration update, the EES checks the UE identifier and find out whether it is permitted to get the service in corresponding service permission level by retrieving the User information corresponding to service permission level.

7.X.3
Solution evaluation
This clause provides an evaluation of the solution.

4.12	Key issue #12: EEL service differentiation


The service differentiation in Rel-17 is very general and not detailed (e.g. ECS use local policy to determine service provisioning).  Details to enable an ECSP to provide different service quality levels should be specified. Such as a principle based on the role of service consumer. For example, a premium user must get the nearest available edge, or there should be certain applications available only to the premium users and so on. 


Open issues:


-	What service differentiation should be enabled by the EEL?


-	Which procedure should be enhanced to support service differentiation?


-	Which functional entity is responsible for defining or managing the service differentiation? 











