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1. Introduction

This paper proposes a new KI on network slice optimization.

2. Reason for Change

It is specified in 3GPP TS 22.261 [7] that the 5G system shall support a mechanism to optimize resources of network slices (e.g. due to operator deploying different frequency to offer different network slices) based on network slice usage patterns and policy (e.g., application preference) of a UE or group of UEs.

Since SA6 could handle the application preferences, SA6 could provide the network slice optimization capability based on the network slice usage patterns and policy of a UE or group of UEs from the application layer perspective.

Therefore, it is needed to study network slice optimization capability.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.4.0.

* * * First Change * * * *

5.10
Key Issue 10: Support for managing trusted third-party owned application(s)

As per 3GPP TS 22.261 [7], it is possible for trusted third-party to use a dedicated network slice for diverse use cases. Further, it provides following requirement to manage applications:

"Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to manage this trusted third-party owned application(s) in the operator's Service Hosting Environment."
It is also possible for the third-party to offer its consumers different contract qualities level (e.g. gold, silver and bronze). In clause 5.7.1 of 3GPP TR 22.835 [9], following use case has been specified:

"For gaming or online video applications, the end users, who have subscription with MNOs who may provide multiple network slices to different users or services, may still have different priority or membership e.g. VIP maintained by 3rd party Service Provider (SP). And depending on the priority or membership information from 3rd party SP perspective, based on the agreement between SP and MNO, the UE have different priority for the available network slices."
In clause 4.2.11.2 of 3GPP TS 23.502 [4] specifies following:

"When for all the Requested S-NSSAI(s) provided in step 2 the NSACF returned the maximum number of UEs per network slice has been reached and if one or more subscribed S-NSSAIs are marked as default in the subscription data and not subject to Network Slice Admission Control, the AMF can decide to include these Default Subscribed S-NSSAIs in the Allowed NSSAI. Otherwise, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, and for each rejected S-NSSAI the AMF includes a reject cause to indicate that the maximum number of UEs per network slice has been reached and optionally a back-off timer."
Upon reaching maximum UEs slice quota, the 5GC may reject the registration request on the S-NSSAI from the gold quality level customer which may not be desirable by the trusted third party. This happens since 5GC is not aware of the relevant application information e.g. contract qualities level of the UE making the registration request. 

The third party application needs to provide high priority to the higher level of contract qualities and so it needs to manage such connections. 
It is also specified in 3GPP TS 22.261 [7] that the 5G system shall support a mechanism to optimize resources of network slices (e.g., due to operator deploying different frequency to offer different network slices) based on network slice usage patterns and policy (e.g., application preference) of a UE or group of UEs.

Since SA6 could handle the application preferences, SA6 could provide the network slice optimization capability based on the network slice usage patterns and policy of a UE or group of UEs from the application layer perspective. In addition, the SA6 may make suggestions on network slice adaptation of a UE or groups of UEs according to the management data of the network slice from SA5, or directly adjust the slice adaption according to a preconfigured policy. 
In particular, this KI will address:

-
Whether and how the AF can provide application policy information to the operator's Service Hosting Environment to enable automatic management of application resources?

-
What application policy information needs to be specified by the trusted third-party AF that can be automatically evaluated by the operator's Service Hosting Environment? 

-
Whether and how the AF can manage use of the application resources in the operator's Service Hosting Environment on a per user characteristic?
-
Whether and how the network slice enablement layer could optimize the network slice of a UE or a group of UEs based on network slice usage patterns and policy (e.g., application preference) of a UE or group of UEs by triggering the network slice capabilities exposed by SA2 and SA5.
