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1. Introduction
This paper proposes an update of key #12 for supporting service continuity in scenarios where UEs are  moving towards a different EDN area supported by different NSCE server.
2. Reason for Change
An update of key isse #2 is proposed for application-enabled service continuity support to deal with scenarios when one or more UEs are moving (or expected/predicted to move) to an area supported by different NSCE server. In this case, target NSCE needs to be aware of the slice parameters and check whether it is supported and offer the same performance (due to high load, frequencies/access type in target area, level of network / slice capability exposure). This scenario targets mainly deployments where the slice enabler is deployed at the edge and the migration to different EDN may trigger further slice optimization (in terms of slice adaptation or modification) to meet the application session requirements.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.4.0.
* * * Change * * * *

5.12
Key issue 12: Network slice capability exposure in the edge data network

The network slice deployed in the core network has a certain distance from the customer, so the delay will be affected to a certain extent and cannot meet the operation requirements of low latency equipment. Moreover, a variety of service data need to be processed in the core network, the scale of data traffic is large, the backhaul network needs to bear a large load and consume more bandwidth. For example, the differential protection service has strict requirements for latency in power industry.
In order to meet the personalized services requirements of vertical industries, network slices are deployed by using the computing, storage and communication capabilities of the edge date network, so as to realize the localized processing of the service, reduce the service transmission latency and enhance the service performance.

How to expose the network slice capability deployed in the edge data network to the vertical industry or the third parties is worthy of our study.

Open issues:

-
How could the NSCE server deployed inside the EDN interact with the NSCE server outside the EDN?

-
Whether and how could the NSCE server inside the EDN manage the network slice that has resource outside the EDN?

-
Whether and how does SEAL need to be enhanced to support NSCE client to interact with NSCE server in the EDN and NSCE server outside the EDN?
- 
Whether and how the NSCE layer needs to be enhanced to ensure application service continuity when one or more UEs are moving (or expected/predicted to move) from one EDN area to another (served by different NSCE servers)?
* * * End of Change * * * *
