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1. Introduction
This contribution proposes to add TS 23.222 as a reference.
2. Reason for Change
TS 23.222 is not listed in the references although it is mentioned in the text.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.4.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications". 

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[3]
3GPP TS 23.501: "System architecture for the 5G System (5GS)"

[4]
3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[5]

3GPP TS 28.531: "Management and orchestration; Provisioning".

[6]
3GPP TS 28.533: "Management and orchestration; Architecture framework".

[7]
3GPP TS 22.261: "Service requirements for the 5G system".
[8]
3GPP TS 28.532: "Management and orchestration; Generic management services".
[9]
3GPP TR 22.835: "Study on enhanced access to and support of network slices".
[10]
3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) ".
[11]
3GPP TS 28.535: "Management and orchestration; Management services for communication service assurance; Requirements".
[12]
3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[13]
3GPP TS 28.550: "Management and orchestration; Performance assurance".
[14]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[15]
3GPP TS 28.104: "Management and orchestration; Management Data Analytics".
[16]
3GPP TS 32.111-1: "Management and orchestration; Fault management, Part 1: 3G fault management requirements".
[17]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[18]
3GPP TS 22.263: "Services and System Aspects; Service requirements for video, imaging and audio for professional applications (VIAPA)".
[19]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[x]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
* * * Next Change * * * *

6.6.1.2
VAL server authorization and authentication via slice enabler layer

Figure 6.6.1.2-1 illustrates the VAL server authorization and authentication via slice enabler layer.

Pre-conditions:

1.
The NSCE server can be seen as a trusted AF to interact with 5GC and has registered to the OAM. 
2.
The NSCE server has been authorized to act as a middle layer to do the authentication and authorization.

Figure 6.6.1.2-1 VAL server authorization and authentication via slice enabler layer

1.
The vertical server sends a request for authorization and authentication to the NSCE server with its identity and the requested network slice management and control capability (e.g. request for establish a new network slice).
2.
After receiving the request, the NSCE server authenticates and authorizes the VAL server based on its identity and requested capability. 
The procedure of authentication and authorization could refer to API invoker authenticate and authorize as specified in TS 23.222 [x] clause 8.1.14, 8.1.15 and 8.1.16, if applicable.

NOTE: the authentication and authorization mechanism will be in scope of SA3.
3.
Upon authorized and authenticated, NSCE server sends the authorization and authentication response and information to VAL server with the token.
4.
The NSCE server triggers the network slice management and control operation.
* * * Next Change * * * *

6.7.1.2 
Capability exposure registration
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Figure 6.7.1.2-1 Capability exposure registration

1.
The VAL server sends the registration request to the NSCE server with its identity, and may also include interested service and level of exposure requirement. 

2.
The NSCE server does the registration check by verifying whether all the necessary information has been provided and is reasonable. 

The procedure of registration check could refer to API invoker on-boarding as specified in TS 23.222 [x] clause 8.1.3 if applicable.

3.
After the registration procedure, the NSCE server sends the response to the VAL server indicating could initiate the authorization and authentication and further to do the service discovery.

