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	Reason for change:
	Currently five ACR scearios have been specified in clause 8.8.2. ACR scenarios of clauses 8.8.2.2, 8.8.2.3 and 8.8.2.6 are initiated by EEC. ACR of 8.8.2.4 is decided and started by S-EAS. The ACR in clause 8.8.2.5 can be detected by EEC or S-EAS, but it is started by S-EES. In addition each ACR scenario, supports service continuity planning. According clause 8.8.1.2: 

Quote from TS23.558: “In service continuity planning, the Application Context may be duplicated and sent from the S EAS to the T EAS before the UE moves to the expected location. In this case, the Application Contexts in S EAS and T EAS are synchronized when the Application Context is updated until the AC connects to the T-EAS.”
In all ACR scenarios, currently the below NOTE is misinterpreted as ACR termination mechanism: 
“NOTE: The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.”

In reality there is a lack of ACR termination or cancellation mechanism and it is assumed that the ACR termination can be handled by EAS implementation which are out of the scope of the current specification.

The following issues exist with such assumption about termination mechanism:

· In EEC initiated scenarios, due to UE mobility planning changes there may be a need to terminate an already launched ACR. However, there is no way that the S-EAS or T-EAS can detect this intention from the EEC, and hence cannot further decide to terminate the ACR by just monitoring the current location of the UE. 
· In such scenarios how the termination happens is unspecified and is left to implementation of the S-EAS and T-EAS, and hence leading to case where ACR can continue to exist for a very long time and hence will occupy network, computing and storage resources of the EAS, which in turn may lead to denial of service.  

· According to the above quote, ACT and application context synchronization between the EASs continues until the UE connects to the T-EAS which is unnecessary. 

· In such scenarios EEC context is also transferred between S-EES and the T-EES which again consums network, computing and storage resources at the T-EES, as there is a lack of any mechanism to cancel EEC context relocation and free up unnecessary storage which in turn may lead to denial of service.
· The implementation of the EAS is burdned to handle all the logic related to termination behaviours of ACR which will be unreliable, arbitrary, and not testable for the ACR scenarios. 
· In addition, this unnecessary increased complexity of the EAS implemenation may demotivate the use of ACR service provided by the EEL.  
· Several parallel ACRs for the same EEC can be initiated e.g. for a UE with high mobility and high reliability requirement (e.g. Vehicular UE or a UE in a vehicle). Due to high mobility, an ACR that has been initiated might not be needed and it cannot rely only on EAS implementation to handle the required ACR termination.

Due to the above listed issues for current mechanism of ACR termination, the real deployment of ACR may lead to frequent and serious misoperations (FASMO). 
To prevent these FASMO, this CR proposes addition of the cancellation mechanism to ACR. This has the following benefits:
· It enables the EEC to cancel the ongoing ACR.

· It prevents unnecessary application context synchronization between EASs and also prevents the unnecessary occupation of network, computing and storage resources at the EASs.

· It enables timely clean up of unused EEC context at the T-EES and also prevents the unnecessary occupation of network, computing and storage resources at the EESs.

· It enables the EAS to implement a clean termination logic, for the ACR scenarios which are initiated by EEC.
· It enables testability of ACR launching and corresponding cancellation. 

	
	

	Summary of change:
	8.8.1.3: a new section added to describe the actions in case that ACR change or cancellation is required.

8.8.3.4: ACR launching updated to match the description in 8.8.1.3.

8.8.4.4: ACR request IEs updated to match 8.8.1.3.

	
	

	Consequences if not approved:
	Lack of an ACR cancellation mechanism leads to FASMO of the ACR feature where the entities like EAS and EES cannot be controlled for triggering conditions which necessitates ACR cancellation, e.g. UE permanently stops moving, changes in UE mobility planning, etc.  
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* * * Change 1 * * * *
8.8.1.3            Actions during the interval between ACT and the application context being taken in to use 
After ACT but before the context at the T-EAS is taken into use, the S-EAS and T-EAS must maintain and synchronize the transferred context. The interval between ACT and taking the context into use can be significant (e.g. in the predicted case). During this interval, in addition to the UE moving as predicted, the following events are possible:  
a)   the UE remains in its current service area and does not take the transferred application context into use;  
b)   the UE moves to a service area served by a different T-EAS. 
For the ACRs initited by the EEC, in case of events a) and b) the EEC should re-send an ACR request with the information of the current ACR and the updated information.as described in clause 8.8.3.4 and defined in clause 8.8.4.4. For a) if the action is initiation the EEC sets T-EAS endpoint under ACR initiation action to indicate the S-EAS. For b) if the action is initiation the UE sets T-EAS endpoint under ACR initiation action to the new T-EAS.
* * * Change 2 * * * *
8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. This procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3.
If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC; and 

2.
Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation sent by the EEC:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].

An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.

2.
The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication in ACR initiation data is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS indicated in the ACR initiation data about the need to start ACR.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:

-
if the previous EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the cancellation of the ACR with the previous T-EAS.
3.
The EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, the S-EES and T-EES can stop the EEC context transfer as per the ACR request and clean up any residual EEC context indicated in the ACR request, if it has been transferred due to EEC context relocation within the corresponding ACR procedure. 

Editor's note:
It is FFS how the previous T-EES is informed that the ACR is cancelled and how the S-EES and T-EES stop the EEC context transfer and cleanup the residual EEC context on the T-EES.
* * * Change 3 * * * *
8.8.4.4
ACR request

Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 

Table 8.8.4.4-1: ACR request

	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	UE identifier (NOTE 4) 
	O
	The identifier of the UE (i.e. GPSI).

	Previous T-EAS Endpoint (NOTE X)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	Previous EAS notification indication (NOTE X)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	NOTE 1:
This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.

NOTE 2:
Either ACR initiation or ACR determination shall be included corresponding to the ACR action.

NOTE 3:
This IE shall indicate ACR determination if the request originates from the S‑EAS.

NOTE 4:
This IE shall be present if the request originates from the EEC.
NOTE 5:
This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:
This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE X:
These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.


* * * End of the Change(s) * * * *
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