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Classification of the Work Item and linked work items

2.1
Primary classification

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	


2.3
Other related Work Items and dependencies

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	850010
	Study on enhancement of network slicing; Phase 2
	SA2’s works about key issues and solutions on enhancement of network slicing

	860022
	Study on network slice management enhancement
	SA5’s works about network slice management enhancement

	760065
	Provisioning of network slicing for 5G networks and services
	SA5’s works about management services, and procedures for provisioning of 5GS including network slice

	900024
	Enhanced Service Enabler Architecture Layer for Verticals
	SA6’s work about service enabler architecture layer which contains Network Slice Enablement.

	890016
	Study on access control for management service
	SA5’s works about exposure of management services and management data related to NPN to enterprise or vertical customers

	870023
	Management of non-public networks
	SA5’s works about exposure of 5G management capabilities for consumers.


3
Justification

Network slicing is the key technology for differentiated network requirements of vertical industries. SA1 defines the relevant requirements of the open network slicing capability API for trusted third parties in TS 22.261 section 6.10, including the need to support the creation, modification, and deletion of slices, support the definition and update of slice capabilities, and support slice-related UE and service information configuration 

Based on these requirements, for network slice capability exposure, both SA2 and SA5 have related directions. SA5 has already defined support of the exposure capability of MnS related to slices. For example, TS 28.531 specifies use cases, requirements, management services, and procedures for provisioning of network slice, including Provisioning exposure for NSI, Provisioning data report exposure. TS 28.532 specifies the stage 2 and stage 3 of generic management services for network slice. SA5 has not yet decided which APIs and if APIs could be exposed to third party applications. 
SA2 has defined some slice related abilities at UE/session level in TS23.501.

- In clause 5.15, it describes the features and high level function of network slice, including slice configuration, mapping;

The solutions and procedures of slice related capabilities exposure in SA2 is under study in TR 23.700-40, for example,

- Key issue #4 "Support for network slice quota event notification in a network slice", studies on the mechanism of network slice exposure, which is NEF enhancement in the view of SA2.

- In clause 6.23, it studies the question “whether and how an AF can request event notifications from 5GS and be notified by 5GS on quotas on network slice related attributes”,

- In section6.19.3.4, it studies the procedure about AF requirement on “analytics information exposure of network slice quota via NEF by invoking the Nnef_AnalyticsExposure_Subscribe service”,

- Quoting from section6.9.1, ”A network slice customer (e.g. vertical) can determine an "action" (e.g. limitation) to be applied in the 5GS upon exceeding a particular quota",

Besides these existing initiatives, there exists gaps between management of network slices and their utilization by the vertical applications. Specifically, to support end-to-end network services, application layer and network layer need to coordinate (e.g. related modification of resource or policies).

Further, in the study of eSEAL, “The support of SEAL services based and complementing on existing Core Network capabilities, e.g. Network Exposure Function (NEF);” has been concluded in the WID objective, but for the full supporting of network slice capability exposing, services for management aspects have not been concluded in any existing studies in SA6.

4
Objective

To study how SA6 enablement layer can invoke network slicing API offered by SA2 and SA5, with the following objectives:

· Based on SA1 requirements of network slice capability exposure, analyze and investigate the services and functions of current SA6 enablement layer that require access to control and management plane aspects from SA2 and SA5 pertaining to network slicing (e.g. SEAL and vertical application enablers). 
· Identify possible gaps in APIs exposed by the control and management planes and liaise with SA2 and SA5 as appropriate. 
· Identify potential enhancements to SEAL, as an entity invoking control and management APIs pertaining to network slicing.
NOTE: The study will not study topics which are in scope of SA2 and SA5, and needs to closely coordinate with SA5 for the management aspects exposure and SA2 for NEF exposure capability utilization. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	23.xx
	Study on Network Slice Capability Exposure for Application Layer Enablement
	SA#95(Mar 2022)
	SA#96(June 2022)
	zheng, Shaowen, CMCC, zhengshaowen@chinamobile.com


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)

Zheng, Shaowen, CMCC, zhengshaowen@chinamobile.com

7
Work item leadership

SA6

8
Aspects that involve other WGs

SA2 for core network architecture aspects, SA3 for security aspects, SA5 for slicing management aspects.
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Supporting Individual Members

	Supporting IM name

	CMCC

	Huawei

	Caltta

	China Unicom

	Lenovo

	Motorola Mobility

	CATT

	CAICT

	Tencent

	InterDigital

	Convida Wireless

	ZTE

	

	

	

	


