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1. Introduction
This contribution introduces a Key Issue for enabling device triggering on SEAL IoT Platforms.
2. Reason for Change
Enables IoT Platforms to provideservices utilizing  device triggering network exposure.
3. Proposal
It is proposed to agree the proposed changes to 3GPP TR 23.700-97 v.0.3.0
* * * First Change * * * *
4.X
Key issue #X: Device Triggering services.

Currently, the SEAL specification in TS 23.434 [6] does not include functionality for leveraging the Device Triggering network exposure API. 
Typically, commercial IoT Platforms store and maintain a “digital twin” of the device. Such digital twin is accessed and used by the device (e.g., to publish sensor readings to the IoT Platform or to receive commands from the IoT Platform) as well as by the IoT Applications to retrieve sensor readings of a device or to issue commands to a device. This digital twin has several benefits since it allows the IoT Platform to reduce communication loads and allows devices to go to sleep. This can be done without impacting the availability of device information to the IoT Applications.
The communication between the IoT Applications and the device is asynchronous and is managed by the IoT platform. The IoT platform needs to perform device triggering when synchronization between the digital twin is needed and the UE needs to establish connectivity.
Hence, it is required to study whether the IoT Applications should directly use the existing network exposure  capability for device triggering or whether the IoT Platform should be enhanced to provide device triggering support on behalf of the IoT Applications. 

