
3GPP TSG-SA WG6 Meeting #46-e
S6-212680
e-meeting, 15th – 23rd November 2021
(revision of S6-21xxxx)
Source:
CATT
Title:
Pseudo-CR on new key issue on support for geo-fencing
Spec:
3GPP TR 23.700-96 v0.3.0
Agenda item:
10.6
Document for:
Approval
Contact:
Ling Zhang, zhangling@catt.cn
1. Introduction
This contribution provides new key issue for supporting geo-fencing.
2. Reason for Change
Geo-fencing is a boundary or region of interest in the geographical region, and is a common location requirement across various domains. Some typical usage includes: asset monitoring/tracking and work force management in industrial, V2X predictive control based on geo-fencing, security for UAV flights, control and monitoring in shipping and logistics, Geo-fencing for COVID-19 susceptible and patient monitoring and etc.
It is proposed to study the common capabilties of fused location service for geo-fencing.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-96 v0.3.0.
* * * First Change * * * *

5.x
Key issue #x: Support for geo-fencing
Geo-fencing is a boundary or region of interest in the geographical region, and is a common location requirement across various domains. Some typical usage includes: asset monitoring/tracking and work force management in industrial, V2X predictive control based on geo-fencing, security for UAV flights, control and monitoring in shipping and logistics, Geo-fencing for COVID-19 susceptible and patient monitoring and etc.
This key issue aims to study:

-
How to support common capabilities for geo-fencing applications in different environments and with different location technologies.

-
How to enable differentiated geo-fencing based on different targets, regions or other conditions.

-
How to enhance the quality of location for geo-fencing based on fused location architecture and services. 

-
How to support or enable the communication sessions, alerts and events for geo-fencing applications.
