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1. Introduction
This contribution provides solution for KI#5 : Initialization and configuration for fused location service.
2. Reason for Change
The proposed solution addresses the following issue:
	-
How to initiate and start the fused location service for a target UE in different scenarios, environment, network condition, type of service and etc.


Also addresses the following architectural assumption regarding privacy :
	-
The PLMN operator must be able to protect user location data and privacy when the application enablement architecture is within the PLMN operator domain.


3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-96 v0.3.0.
* * * First Change * * * *

7.x
Solution #x: Location service registration
7.x.1
Solution description

This solution addresses key issue #5: Initialization and configuration for fused location service.

The procedure for location service registration is illustrated in figure below. This procedure is based on fused location architecture of solution#1. The purpose of this procedure is for the fused location client to register to the location services available at the fused location server while ensuring the privacy of the user.
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Figure 7.x.1-1: Location service registration procedure
1.
The fused location client of a target UE sends location service registration request to the fused location server, carrying the identifier of the UE (e.g. GPSI, MSISDN, UUID, etc.).
2.
The fused location server checks authorization for the UE's request. If the fused location server supports privacy checking it also performs or assists with e.g. 5GC on privacy check.
3.
The fused location server, upon successful authorization and privacy check (if any), responds to the fused location client with location service information (e.g. the location service name, location service type, location service instance, etc.) 
7.x.2
Solution evaluation

Editor's note:
This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.
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