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1. Introduction
This contribution provides solution to KI#10.
2. Reason for Change
The key issues#10 on “Support for managing trusted third-party owned application(s)” has been agreed with following open questions to be studied in TR 23.700-99. It is requried to provide solution to the KI.

	In particular, this KI will address:

-
Whether and how the AF can provide application policy information to the operator's Service Hosting Environment to enable automatic management of application resources?
-
What application policy information needs to be specified by the trusted third-party AF that can be automatically evaluated by the operator's Service Hosting Environment? 
-
Whether and how the AF can manage use of the application resources in the operator's Service Hosting Environment on a per user characteristic?


3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.3.0.
* * * First Change * * * *

6.X
Solution #X: Support for managing trusted third-party owned application(s)
6.X.1
Solution description
6.x.1.1
General
This solution addresses the key issue 10 for managing trusted third-party owned application(s) as specified in clause 5.10.

This solution provides a possible procedure to illustrate the process of the VAL server requesting to manage network slice quota to NSCM server. This solution enables the trusted third-party AF to provide application policy information to the operator's Service Hosting Environment. This solution also enables automatic management of application resources.
6.x.1.2
Network slice quota management capability exposure

Figure 6.x.1.2-1 illustrates the network slice quota management process to address the key issue 10 for managing trusted third-party owned application(s).

Pre-conditions:

1.
The network slice enabler layer is capable to interact with NEF.
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Figure 6.x.1.2-1 Network slice quota management process

1)
The VAL server initiates network slice quota management request towards the NSCM server. The request includes VAL service ID, Slice identity, identity of the type of the quota, specific type of action to take (e.g. release low priority users as identified by 5GC, release list of users as idenfied by the VAL server, etc) and optionally list of UEs on which specific action to apply. The message also includes unique identity for the request in order to update or cancel the action based on change of the requirement or service provider’s policy.
2)
Upon receiving the request from the VAL server to manage the network slice quota, the NSCM server subscribes to the network slice quota events. The NSCM server includes possible actions (e.g. maximum number of UEs per slice is reached, etc) expected from 3GPP core network upon reaching the network slice quota threshold.
Editor’s note:
The APIs to subscribe to the network slice quota related events is to be defined in SA2.
3)
The NSCM server sends the network slice quota management response specifying the result.
4)
Upon receiving notification from the 5GC about network slice quota threshold, the NSCM server may request the 5GC to perform specific action if not specified already.
6.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
* * * End of Change * * * *
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