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1. Introduction
This contribution provides a solution to KI #3 on supporting the discovery of management services at the NSCM layer.
2. Reason for Change
In TR 23.700-99, Key Issue #3 aims to investigate the discovery and registration aspects for the MnS exposure :

5.3
Key issue 3: Discovery & registration aspects for management service exposure

There are use cases (being discussed also in SA1, TR 22.835 [9]), where the applications (e.g. gaming or online video applications) may access the 5GS over multiple slices for different services (e.g. based on the user membership); or have different priorities on different slices based on Application Service Provider (ASP) request. As an example, a mobile network operator has provisioned a set of network slices (Slice#1, Slice#2, Slice#3) which may be used by different ASPs (e.g. Slice#1 for online video services, Slice#2 for gaming.  Slice#3 for eMBB or IOT service). Different ASPs may use these slices (or a subset of them) for different services that they offer. Furthermore, when an application changes the network slices to be accessed, it should be agnostic to the UEs accessing the service and should be performed automatically. 

The vertical enablement layer (SEAL, vertical-specific enablers) supports the exposure of telco provided services to the vertical / application service provider (ASP). Such telco-provided services traditionally covered the 3GPP control plane services (provided by SA2); however, these can be extended to 3GPP management domain services (provided by SA5) which may be useful for allowing the ASP to monitor and manage the slices used by the UEs. The enabler layer can be seen as a trusted application entity that interacts with the management system on behalf of ASP to allow the exposure of management services related to the offered slices. It can be used to trigger dynamic slice-related actions and also reduce complexity at the ASP side.

In this extended notion of vertical enablement (to cover the 3GPP management service exposure), the vertical/ slice customer needs to be able to 1) discover the relevant Network Slice Instances and the respective capabilities such as coverage offered, RAT/ frequencies, to 2) discover the management services (based on TS 28.533 [6]) which can be exposed as part of the offered slices, and 3) register to the 3GPP management domain via the vertical enabler layer for consuming the management services.

This study needs to investigate: 
-
Whether and how SEAL needs to be enhanced to support the discovery of the offered slices and the offered management services related to these slices, to the vertical/ASP; 

-
Whether and how SEAL needs to be enhanced to support the registration of the vertical applications to the 3GPP management domain.

This paper provides a solution for the first open issue on:

-
Whether and how SEAL needs to be enhanced to support the discovery of the offered slices and the offered management services related to these slices, to the vertical/ASP.

In SA5, there is ongoing work on TR 28.824 (clauses 5.4 and 7.1) on the exposure of MnS registry for external management service discovery. To this end, this solution provides a mechanism in line with the SA5 work related to the MnS registry exposure to external discovery, which is used by the NSCM server to allow the discovery of MnS for a given slice based on VAL server request, or for providing information on new/modified MnS.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 V0.3.0.
* * * First Change * * * *

6.X
Solution X: Discovery of management service exposure
6.X.1
Solution description
6.X.1.1
General
This solution aims to address the issues identified in Key Issue 3 and more specifically the first open issue supporting the discovery of the offered slices and the offered management services related to these slices, to the vertical/ASP.

To be able to utilise capabilities/features of the management system the applications must be made aware of existence of such features and capabilities. All management domain (MD) features/capabilities come with a pre-configured exposure, where this can be configured by the operator for a given slice. This exposure is used to decide which application can see which information regarding the capability/feature. Exposure refers to the permissions that the 3rd party entity has gained over its use of the management service, e.g., the ability to read, or execute or modify or delete can be considered as different sorts of exposure. 
A MD feature/capability is anything of use offered by the management system to the 3rd party application. Therefore, a new feature could be a managed entity, a MnS or management API, any software, hardware, or other functionality – for example, new technology support, new coverage area, new network slice type or instance, new NFs or new network slice subnet type or instance.

This solution provides a mechanism which is aligned with SA5 ongoing work related to the MnS registry exposure for external discovery (see TR 28.824 clauses 5.4 and 7.1), which enables the initial discovery of MnS for a given slice based on VAL server request, and the discovery of new/modified MnS.
6.X.1.2
Procedure 

In this procedure, the VAL server initially requests the new MnS which are supported by a target slice and based on this request the NSCM server requests from the OAM the MnS discovery (optionally via EGMF). Then, the OAM/MnS registry derives the details to be exposed based on the NSCM server/VAL server permissions and provides the list of MnS for the given slice and the access details via the NSCM server to the VAL server. This procedure also includes the case when a new/modified MnS is deployed at the MD for the given slice, and the OAM/MnS registry provides this information directly to VAL server (assuming that VAL server has registered to the MD).

Editor’s Note: Whether the interaction between NSCM server and MnS registry is direct or via EGMF is being discussed in SA5 and is FFS
Pre-conditions:

1.
The VAL server has registered to receive NSCM services 
2.
The NSCM server is trusted by the 3GPP MD.
3.  MnS registry at OAM is aware of the allowed MnS and the exposure levels for a given slice

Figure 6.X.1.2-1 illustrates a solution for the MnS discovery support.
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Figure 6.x.1.2-1: MnS discovery support
The steps of this embodiment are as follows:

1.
The VAL server requests from NSCM server the list of MnS and the related exposure level for a target slice or for a given VAL application, using the VAL application ID, the MD ID and optionally the slice ID.

2a/2b.
The VAL server sends the request to the MnS registry of the relevant management domain directly or via EGMF 

3.
The MnS registry derives the details to be exposed by considering the NSCM server ID and the VAL application / slice ID.

4a/4b. 
The MnS registry sends the management data, including the list of MnS and the corresponding exposure details to the NSCM server for the VAL application/slice ID (via EGMF or directly).
5.  The NSCM server forwards the management data, including the list of MnS and the corresponding exposure details to the VAL server.

6. VAL server registers one or more VAL applications to MD for the management domain capability exposure for the subscribed slice. 

Editor’s Note: The registration procedure is FFS.

7. The MnS registry discovers new or modified MnS in the 3GPP MD. The MnS registry derives the details to be exposed to the VAL server, based on the exposure level configured by the new or modified MnS and the exposure levels of registered VAL applications and NSCM server. The MnS change could be triggered due to changes on: 

· New/modified management service producers 

· New/modified managed entities – such as new radio, new technology or new NFs

· New/modified technical support – such as support in a new geography or coverage area 

· availability of new management data – e.g. related to slice performance

8.
The information derived in step 7 is sent from the MnS registry to VAL server via the EGMF or directly. 

6.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
* * * End of Change * * * *
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