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1. Introduction
This pCR proposes to update the SEALDD architecture to address the Editor’s Note.
2. Reason for Change
This contribution updates the solution #1 to address the Editor’s Note:
Representation of SEALDD in the overall SEAL services architecture and the SBI representation and related interfaces are FFS.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.1.0.


* * * First Change * * * *
[bookmark: _Toc85803373][bookmark: _Toc85803388][bookmark: _Toc78187866]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[3]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services".
[4]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[5]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[6]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[7]	IEEE 802.1CB-2017: "IEEE Standard for Local and metropolitan area networks--Frame Replication and Elimination for Reliability".
[X1]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[X2]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

* * * Next Change * * * *
6.1	Solution #1: Data delivery enabler service architecture
[bookmark: _Toc85803389]6.1.1	Solution description
[bookmark: _Toc85803390]6.1.1.1	Functional architecture description
This clause describes the architecture for enabling SEAL Data Delivery applications in the following representations:
-	A service-based representation, where the SEAL Data Delivery Enabler Layer functions (e.g. SEALDD server) enable other authorized SEAL Data Delivery Enabler Layer functions (e.g. SEALDD client) to access their services. This representation also includes point-to-point reference points where necessary; 
-	A service-based representation as specified in 3GPP TS 23.501 [4], where the Network Functions (e.g. NEF) enable authorized SEAL Data Delivery Layer functions (e.g. SEALDD server) i.e. Application Functions, to access their services; 
-	A service-based representation, where the Core Network Northbound APIs as specified in 3GPP TS 23.501 [4] and 3GPP TS 23.502 [X1], are utilized by authorized SEAL Data Delivery Enabler Layer functions via CAPIF core function specified in 3GPP TS 23.222 [X2]; and
-	A reference point representation, where existing interactions between any two functions (e.g. SEALDD server) is shown by an appropriate point-to-point reference point (e.g. SEALDD-SS). 
SEAL Data Delivery Enabler Layer functions shown in the service-based representation of the SEAL Datat Delivery architecture shall only use service-based interfaces for their interactions.
Figure 6.1.1-1 illustrates the service based representation of architecture for SEAL Data Delivery applications.


Figure 6.1.1-1 Architecture for SEAL Data Delivery Service - service-based representation
VAL client sends application data traffic to SEALDD client for SEALDD service. After data plane packet processing by SEALDD client, the application data traffic is converted to SEALDD data traffic and transferred to SEALDD server. The SEALDD server restores the application data traffic and sends it to VAL server.
NOTE:	The SEALDD client function and VAL server function in figure 6.1.1-1 do not expose any service to the other functions.
Figure 6.1.1-2 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [4].


Figure 6.1.1-2: Utilization of 5GS network services based on the 5GS SBA – service based representation
The SEALDD server acts as AF for consuming network services from the 3GPP 5G Core Network entities over the Service Based Architecture specified in 3GPP TS 23.501 [4]. 
Figure 6.1.1-3 illustrates the service-based representation for utilization of the Core Network (5GC, EPC) northbound APIs via CAPIF.


Figure 6.1.1-3: Utilization of Core Network Northbound APIs via CAPIF – service based representation
The SEALDD server acts as authorized API invoker to consume services from the Core Network (5GC, EPC) northbound API entities like SCEF, NEF, SCEF+NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [X2]. 
The mechanism for northbound APIs discovery using the service-based interfaces depicted in figure 6.1.1-3 is as specified in 3GPP TS 23.222 [X2].

Figure 6.1.1-1 4 illustrates the architecture for SEAL's Ddata Ddelivery enabler service.

[bookmark: OLE_LINK4]


Figure 6.1.1-1 4 Architecture for SEAL's Data Delivery Service
The SEAL Ddata Ddelivery client interacts with the SEAL Ddata Ddelivery server to establish application layer data transport path. 
[bookmark: OLE_LINK8]Through this path, the SEALDD server and client provides data transport service capabilities such as data plane packet processing (e.g. packet duplication, elimination or transport coordination), data forwarding, data caching, background data transfer, etc. to support the VAL server and client.
Editor's note:	Representation of SEALDD in the overall SEAL services architecture and the SBI representation and related interfaces are FFS.
[bookmark: _Toc85803391]6.1.1.2	Functional entities description
[bookmark: _Toc85803392]6.1.1.2.1	SEAL Data Delivery client
[bookmark: OLE_LINK6]The SEAL data delivery client functional entity acts as the application client for the data delivery enablement. The SEALDD client supports the following capabilities:
Editor's note:	Detailed functionalities supported by SEALDD client is FFS.
[bookmark: _Toc85803393]6.1.1.2.2	SEAL Data Delivery server
The SEAL data delivery server functional entity acts as the application server for the data delivery enablement. The SEALDD server supports the following capabilities:
Editor's note:	Detailed functionalities supported by SEALDD server is FFS.
[bookmark: _Toc85803394]6.1.1.3	Reference points description
[bookmark: _Toc85803395]6.1.1.3.1	SEALDD reference points
[bookmark: _Toc85803396]6.1.1.3.1.1	SEALDD-UU
[bookmark: OLE_LINK5][bookmark: OLE_LINK7]Reference point between SEALDD client and SEALDD server used to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.
[bookmark: _Toc85803397]6.1.1.3.1.2	SEALDD-C
Reference point between SEALDD client and VAL client to enable northbound client side API exposed by SEALDD client to VAL client for data delivery and SEALDD service provisioning, control, reporting etc.
[bookmark: _Toc85803398][bookmark: OLE_LINK1]6.1.1.3.1.3	SEALDD-S
Reference point between SEALDD server and VAL server to enable northbound server side API exposed by SEALDD server to VAL server for data delivery and SEALDD service provisioning, control, reporting etc.
[bookmark: _GoBack]6.1.1.3.1.4	SEALDD-E
Reference point enables interactions between two SEALDD servers to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.
[bookmark: _Toc85803399]6.1.1.3.2	3GPP system reference points used by SEALDD
The SEALDD server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, NSACF, etc.), or interacting with PCF directly via N5, if permitted.
The N6 reference point is used by SEALDD service as the user plane path for data transmission.
[bookmark: _Toc85803400]6.1.2	Solution evaluation
Editor's Note:	This subclause will evaluate the solution.


* * * Next Change * * * *
<Proposed change in revision marks>
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