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1. Introduction
The Acknowledgement of Network slice, managed by NSCE enabler, to a third-party is necessary. With the Network Slice Info, the third-party may manage the Network Slice. 
2. Reason for Change
There are many requirements on Network Slice Exposure specified in clause 6.10 of 3GPP TS 22.261 [7].  
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to create, modify, and delete network slices used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to monitor the network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a UE to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a service to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to assign a UE to a network slice used for the third-party, to move a UE from one network slice used for the third-party to another network slice used for the third-party, and to remove a UE from a network slice used for the third-party based on subscription, UE capabilities, and services provided by the network slice.
In order to satisfy the above requirements, the third party should know the Network Slice existence in prior to the operation related to the Network Slice.  

In addition, the third party may modify, monitor, configure, define or update the elements of Network slice, the third party should know the specific information of Network Slice such as set of service, capability, QoE, bandwidth and so on. What kind of information is necessary to the third party may vary according to the service which the third party provide. With the regards, NSCE server should collect information on Network Slice which 5GS may provide and acknowledge the Network Slice info based on what the third party requests. 
Which entity will be acknowledged may vary as well according to the service operation. If the VAL client may not be satisfed so that the UE needs to monitor the status of a Network slice, then the NSI/NSSI of Network Slice will be acknowledged to NSCE Client for monitoring of the Network Slice. If the VAL server would like to modify, then the info of the Network slice needs to acknowledged to the VAL server. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.3.0.
* * * First Change * * *
5.X
Key issue X: Acknoledgement of Network Slice to the trusted third-party
There are many requirements on Network Slice Exposure specified in clause 6.10 of 3GPP TS 22.261 [7].  

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to create, modify, and delete network slices used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to monitor the network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a UE to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a service to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to assign a UE to a network slice used for the third-party, to move a UE from one network slice used for the third-party to another network slice used for the third-party, and to remove a UE from a network slice used for the third-party based on subscription, UE capabilities, and services provided by the network slice.
In order to satisfy the above requirements, the third party should know the Network Slice existence in prior to the operation related to the Network Slice.  

In addition, the third party may modify, monitor, configure, define or update the elements of Network slice, the third party should know the specific information of Network Slice such as set of service, capability, QoE, bandwidth and so on. What kind of information is necessary to the third party may vary according to the service which the third party provide. With the regards, NSCE server should collect information on Network Slice which 5GS may provide and acknowledge the Network Slice info based on what the third party requests. 

Which entity will be acknowledged may vary as well according to the service operation. If the VAL client may not be satisfed so that the UE needs to monitor the status of a Network slice, then the NSI/NSSI of Network Slice will be acknowledged to NSCE Client for monitoring of the Network Slice. If the VAL server would like to modify, then the info of the Network slice needs to acknowledged to the VAL server. 
Open issues:

-
When does the Network Slice acknowledgement occur? 

-
Which information of Network Slice does the NSCE server collect from 5GS?
-
Which information of Network Slice needs to be included in the acknowledgement?
-
Which entity needs to be acknowledged under the specific condition? Or Both VAL Server and NSCE client should know and be synchronized in any circumstances?
