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1. Introduction

This pCR introduces the solution evaluation for solution 1 and fix some editorial errors.

2. Reason for Change

This part is missing in the existing spec.

3. Conclusions

This pCR introduced the solution evaluation for solution 1 and tries to complete the solution .

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 V0.3.0.

* * * First Change * * * *

6.1
Solution 1: Automatic application layer network slice management

Editor's Note:
Provide a suitable title for the solution.

6.1.1
Solution description

6.1.1.1
General

This solution aims to address the issues identified in Key Issue 2.
This solution provides a procedure for automatic application layer network slice management performed by the network slice capability exposure server based on network slice status collected from 5GS and QoE collected from application layer.

When network slice capability exposure server receives a request for automatic application layer network slice management from VAL server, the network slice capability exposure server performs the service operations including detecting and subscribing the event which may trigger the automatic network slice lifecycle management, making the network slice lifecycle management recommendation/decision, triggering the network slice management operations, notifying the consumer about the network slice information.

6.1.1.2
Automatic application layer network slice lifecycle management

Figure 6.1.1.2-1 illustrates an automatic application layer network slice lifecycle management solution based on network slice related data and QoE collected from application layer.
Pre-conditions:

1.
The VAL client has requested a network slice provisioning;

2.
The VAL server has subscribed to the network slice capability exposure server for automatic network slice management;

3.
The network slice enabler layer is registered/capable for interacting with 5GS such as triggering network slice LCM operations, and has collected current network slice capabilities. 
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Figure 6.1.1.2-1: Automatic application layer network slice lifecycle management
1.
The vertical server sends a request for automatic application layer network slice lifecycle management (auto-NS-LCM), with network slice requirements (e.g. delay, throughput, load, the maximum number of users supported, etc.). The request can indicate the level of auto-NS-LCM that is required, such as whether to notify the VAL server/consumer before performing the auto-NS-LCM. The request may also indicate the trigger conditions, such as by providing the monitored parameters and the corresponding thresholds.

2.
After receiving the request, the network slice capability exposure server checks that the user is authenticated and authorized to perform the corresponding auto-NS-LCM operations, and filters the unauthorized requests, if any.

3.
If authenticated and authorized, the network slice capability exposure server, acting as the network slice LCM service consumer, triggers the AllocateNsi request (see TS 28.531 clause 6.5.1 [5]) towards the respective management service provider, based on the network slice capabilities and network slice requirements.

4.
The network slice capability exposure server sends the auto-NS-LCM response to the VAL server with the result(s) of the network slice LCM operation(s).

5.
According to network slice requirements, network slice capability exposure server triggers the provision of network slice status and QoE metrics. 

5a.
The network slice status could be collected through subscribing or requesting to 5GS. For example, to monitor the slice load, it could subscribe to/request the relevant service(s), such as AnalyticsExposure defined in TS 23.502 [4] clause 5.2.6.16, provisioning data report exposure for NSI in clause 5 of TS 28.532 [15]. If the trigger conditions are not indicated in the subscription, the network slice capability exposure server may help to configure an appropriate trigger condition, such as report period or thresholds.

5b.
Also, the network slice capability exposure server could get the information of QoE metrics from the application layer domain. 

6.
Once the trigger condition or a combination of trigger conditions are met, based on requirements and network slice capabilities with updated information in Step 5, such as change in QoE, change in network slice status etc., the network slice capability exposure server determines whether and what network slice LCM operations should be taken and makes the decision(s)/recommendation(s), such as modifyNsi/AllocateNsi/DeallocateNsi request as specified in TS 28.531 [5]. 

7.
Optionally, if it is indicated in the request to notify the VAL server/consumer before performing the auto-NS-LCM, the network slice capability exposure server sends the network slice LCM recommendation(s) with network slice status to VAL server, to see whether takes the recommendation(s) or not.

8.
Optionally, sending the response indicating the decision made by VAL server to network slice capability exposure server.

9.
Based on decision made by VAL server or network slice capability exposure server, the network slice capability exposure server performs the corresponding operation(s).

10. According to the corresponding operation(s) result, the network slice capability exposure server sends the response to the VAL server.
6.1.2
Solution evaluation

The proposed solution addresses Key Issue #2. This solution provides a procedure for automatic application layer network slice management performed by the network slice capability exposure server based on network slice status collected from 5GS and QoE collected from application layer.

This solution does not introduce impact on Rel-17 architecture.
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