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1. Introduction

This paper proposes a solution for network slice capability registration and discovery.
2. Reason for Change

This paper proposes a solution to address the issues identified in Key Issue 3.
The vertical enablement layer (SEAL, vertical-specific enablers) supports the exposure of telco provided services to the VAL. After registered in the vertical enablement layer, the VAL server could be authorized to access network slice related exposure capabilities, e.g. monitoring of network/UE performance. Then the VAL server can be trusted as an exposed management services consumer and can further trigger the procedure of service discovery.

4. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-99 v0.3.0.
* * * First Change * * * *

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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* * * Next Change * * * *

6.X
Solution #X:  network slice capability registration and discovery

Editor's Note:
Provide a suitable title for the solution.

6.X.1
Solution description

6.X.1.1
 General
This solution aims to address the issues identified in Key Issue 3.

This solution provides a possible procedure to perform the exposed network slice capability registration and discovery. 

The vertical enablement layer (SEAL, vertical-specific enablers) supports the exposure of telco provided services to the VAL. After registered in the vertical enablement layer, the VAL server could be authorized to access network slice related exposure capabilities, e.g. monitoring of network/UE performance. Then the VAL server can be trusted as an exposed management services consumer and can further trigger the procedure of service discovery.

This solution has two procedures:

- a procedure on the exposed management service registration
- a procedure on the exposed management service discovery 
6.X.1.2 
Capability exposure registration
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Figure 6.X.1.2-1 Capability exposure registration
The VAL server sends the registration request to the NSCE server with its identity. The request may include level of exposure requirement. 
The NSCE server does the authentication and authorization check based on the level of exposure requirement.

After the authentication and authorization procedure, the NSCE server sends the response to the VAL server indicating it is permitted to access to the allowed management service within the required level of exposure via NSCE server. 
6.X.1.3
Exposed management service discovery
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Figure 6.X.1.2-1 Exposed management service discovery
1.The VAL server sends the request to NSCE server. The request may include level of exposure requirement, the expected exposure capability type.

2. Upon receiving the request, the NSCE server does the authentication and authorization check based on the level of exposure requirement.

3. The NSCE server coordinates with the 5GS and discover the related network service(s), by triggering the MnS service discovery as specified in TS 28.533[6], clause5.1.1 and 6.1.1. The 5GS, acting as the discovery service producer, sends the discovery result including related exposure information such as management service identifier, management service information and management service producer information to the NSCE server.
NOTE: The translation of the network slice exposure requirement translation will follow the solution for key issue 8.

4.  The NSCE server sends discovery result with related exposure information to the VAL server. Based on level of exposure requirement, the management service information and management service producer information could be different.

6.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.


* * * Next Change * * * *

<Proposed change in revision marks>
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