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1. Introduction

This paper proposes a solution for KI 7.
2. Reason for Change

This solution aims to address the issues identified in Key Issue 7.

This solution provides a mechanism to expose the network slice performance and analytics by aggregating the performance and analytics collected from 5GS.

4. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-99 v0.3.0.

* * * First Change * * * *

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	
	Key issue 1
	Key issue 2
	Key issue 3
	Key issue 4
	Key issue 5
	Key issue 6
	Key issue 7
	Key issue 8
	Key issue 9
	Key issue 10
	Key issue 11

	Solution 1
	
	X
	
	
	
	
	
	
	
	
	

	Solution 2
	
	
	
	X
	
	
	
	
	
	
	

	Solution 3
	
	
	
	
	
	
	
	X
	
	
	

	Solution X
	
	
	
	
	
	
	
	
	X
	
	

	…
	
	
	
	
	
	
	
	
	
	
	


* * * Second Change * * * *

6.X
Solution #X: Network slice related performance and analytics exposure
6.X.1
Solution description

6.X.1.1
General

This solution aims to address the issues identified in Key Issue 7.

This solution provides a mechanism to expose the network slice performance and analytics by aggregating the performance and analytics collected from 5GS.
6.X.1.2
network slice performance and analytics exposure
Figure 6.x.1.2 illustrates the procedure of the network slice performance and analytics exposure.
Pre-conditions:

 The VAL server is authorized to get the network slice performance and analytics data from NSCE server;
The NSCE server is authorized to get the network slice performance and analytics data from 5GC;
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Figure 6.X.1.2:  network slice performance and analytics exposure
the VAL server sends network slice performance and analytics request to the network slice capability exposure server. The request may contain the interested area. 

The NSCE server shall check if the VAL server is authorized to get the network slice performance and analytics data. Then the NSCE server sends the request to the OAM or 5GS accordingly.
3a. For the NSCE server acted as trusted AF, it could get the performance and analytics data such as the Observed Service experience statistics，Load level information of a Network Slice from NWDAF as specified in TS 23.288[18], and slice admission information from NSACF as specified in TS 23.502[4] clause 5.2.21. 
For network slice with multiple NWDAF,  the NSCE server may trigger the performance and analytics request per NWDAF or some of the NWDAF covering the interested area based on the requirements. If there is an NWDAF has the analytics aggregation capability, the NSCE server could help to selects an NWDAF with analytics aggregation capability (i.e. aggregator NWDAF), as specified in TS 23.288 clause 6.1A.3.1-1.
3b.
For NSCE server acted as untrusted AF, it could get performance and analytics data from NWDAF and NSACF via NEF as specified in TS 23.502.
4. Optionally, if the NSCE server is authorized to get the network slice performance data from OAM, then the NSCE server may trigger the performance data reporting service as specified in TS 28.550 clause 7.2 and 7.3.
5. The NSCE server aggregate the information collected from 5GC and OAM and do the analysis if needed;

6. The NSCE server sends the response to the UE.


6.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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