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1. Introduction

This contribution proposes text for architectural security requirements.
2. Reason for Change
Add security requirements for NSCE architecture.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 
* * * First Change * * * *

4.1.1
General requirements

[AR.4.1.1-x]
The application enablement layer shall support interaction with 3GPP network management system to consume network slice management service. 

NOTE: The consuming of the network slice management service related procedures are specified in TS 28.531[5].
Editor's Note:
the interface between the 3GPP network management system and the application enablement layer is in SA5’s scope.
4.1.2
Security requirements

[AR-4.1.2-a] The application architecture shall provide mechanisms to authorize the usage of network slicing related services by the VAL servers and NSCE client.
[AR-4.1.2-b] The application architecture shall support mutual authentication and authorization check between clients and servers, servers and servers that interact.
* * * End of Changes * * * *

