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1. Introduction
This pCR is proposed to introduce new key issue on NSCM enhancement for third-party management of both non-public network and its private slice(s) in the PLMN. 
2. Reason for Change
The vertical industries have many requests for the network management services, vertical industries may have Non-Public Network for isolation and safety reason, while at the same time, they can also have dedicated slices in public network, how to manage both non-public and public networks in a combined manner is valuable to make investigation.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.0.0.
* * * First Change * * * *

4.x
Key issue x – Multi-Network Slice Management
The vertical industries can have both public and non-public networks in operation at the same time, non-public networks can be applied in industrial park cases for the purpose of safety isolation, QoS gurantee and self-management, etc., and network slicing is a general capability of network service.
In chapter 6.1.2.4 of 3GPP TS 22.261 [7], it is mentioned that The 5G system shall provide suitable APIs to coordinate network slices in multiple 5G networks so that the selected communication services of a non-public network can be extended through a PLMN (e.g. the service is supported by a slice in the non-public network and a slice in the PLMN) . Besides in chapter 6.10 of 3GPP TS 22.261 [7], it is mentioned that 5G system shall provide suitable APIs to enable a third-party to manage its own non-public network and its private slice(s) in the PLMN in a combined manner. 
Currently for NSCM server, based on the capabilities provided by SA2 and SA5, there are many slice management service APIs defined for trusted third-party, such as performance report, fault management and status management which are mainly applied for the private slice(s) management in PLMN network. However for the management coordination of both public and non-public network is not addressed, for example, for SNPN scenario, how to provide the general and combined management view of its PLMN- or SNPN- specific set of network slices to VAL server. In this case, NSCM server can act as the single entry for third-party to manage slices in both public and private network and facilate the maintenance work. In addition, another case is that common NG-RAN can be used for both PLMN and NPN slices as described in chapter 5.18.5 of 3GPP TS 23.501 [3], the radio sub-slice resources adjustment and alignment between these two kinds of networks are also worthy of consideration. NSCM enabler can be also used for service mapping and network requirement translator between public and non-public network slices to guarantee the service experiences during the UE roaming activity.
Open issues:

1)
SEAL capability enhancement, which new network slice exposure capability enhancement is needed in SEAL?

2)
What kinds of service APIs are required to be supported for multi-network slice management coordination?
3）How to cooperate slice management between operator owned NSCM enabler server and vertical industries owned NSCM enabler server if applicable?
* * * End of Changes * * * *






















