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1. Introduction
This contribution provides a proposal for FFAPP functional entities.
2. Reason for Change
Add FFAPP functional entities.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v0.1.0.
* * * First Change * * * *

5.3
Functional entities
5.3.1
General

Each subclause is a description of a functional entity corresponding to FF application layer and does not imply a physical entity.
5.3.2
FF application specific client

The FF application specific client provides the client side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific client utilizes the FAE client for the FF application layer support functions.

NOTE:
The details of the FF application specific client is out of scope of the present document.

5.3.3
FF application specific server

The FF application specific server provides the server side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific server utilizes the FAE server for the FF application layer support functions. If CAPIF is supported, the FF application specific server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [x].
NOTE:
The details of the FF application specific server is out of scope of the present document.

5.3.4
FAE client

The FAE client provides the client side FF application layer support functions as below:

-
exchanging the desired service requirements (e.g. packet size, packet transmission interval, reliability, packet loss rate) for the communication amongst the FF application UEs when not using TSN;
-
supporting UE to UE communication in application layer without FF application server;
-
supporting geographic location and positioning information;
-
supporting 5GLAN group management;
-
receiving network monitoring reports from the FAE server;

-
sending application-triggered slice information;
-
interacting with the Edge Enabler Client (EEC) for edge computing;
-
acting as MSGin5G client for MSGin5G service;
The FAE client supports interactions with the FF application specific client(s).

5.3.5
FAE server

If CAPIF is supported, the FAE server acts as CAPIF's API exposing function to provide service APIs to the FF application specific server or another FAE server as specified in 3GPP TS 23.222 [x], or acts as CAPIF's API invoker to consume the service APIs provided by another FAE server.
The FAE server provides the server side FF application layer support functions as below:

-
analysing and establishing communication with FF application desired service requirements (e.g. packet size, packet transmission interval, reliability, packet loss rate) amongst the FF application UEs when not using TSN;
-
utilizing location management (e.g. network location of UEs) service procedures of SEAL to support FF services;
-
utilizing the group management service procedures (e.g. create, update, delete, config, subscribe to changes) of SEAL for 5GLAN group management;
-
receiving monitoring reports/events from the underlying 5GS regarding network situation corresponding to RAN and core network;
-
adapting network slice for FF application with SEAL support;
-
performing 5G TSC resource management with SEAL support;
-
acting TSN resource management with SEAL support;
-
interacting with the Edge Enabler Server (EES) for edge computing; 
-
implementing MSGin5G server functionalities for MSGin5G service;
The FAE server supports interactions with the FF application specific server(s) and other FAE server(s).
5.3.6
SEAL client

The following SEAL clients for FF applications are supported:

-
Location management client as specified in 3GPP TS 23.434 [y];

-
Group management client as specified in 3GPP TS 23.434 [y];

-
Configuration management client as specified in 3GPP TS 23.434 [y];
-
Identity management client as specified in 3GPP TS 23.434 [y];
-
Key management client as specified in 3GPP TS 23.434 [y]; 
-
Network resource management client as specified in 3GPP TS 23.434 [y]; and

-
Network slice capability management client as specified in 3GPP TS 23.434 [y].
5.3.7
SEAL server
The following SEAL servers for FF applications are supported:

-
Location management server as specified in 3GPP TS 23.434 [y];

-
Group management server as specified in 3GPP TS 23.434 [y];

-
Configuration management server as specified in 3GPP TS 23.434 [y];
-
Identity management server as specified in 3GPP TS 23.434 [y];
-
Key management server as specified in 3GPP TS 23.434 [y]; and
-
Network resource management server as specified in 3GPP TS 23.434 [y]; and

-
Network slice capability management server as specified in 3GPP TS 23.434 [y].
* * * Second Change * * * *

2
References

[x]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs".
[y]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;"
* * * End Change * * * *

