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1. Introduction

The key issue of application layer QoS verification capability exposure is introduce in TR 23.700-99 v0.3.0., it could be possible to provide vertical application layer the capability of comparing the QoS achievement status together with the OAM QoS data versus real customer QoS data (e.g., MOS) collected from VAL client to check whether the existing QoS data is able to satisfy the VAL client's.
2. Reason for Change

This contribution proposes a possible procedure of Qos verification capability to address the following issues:

-
What kinds of additional service APIs are required to be supported for application layer exposure of QoS verification?
-
What kinds of additional service APIs are required to obtain the real vertical QoS to support the QoS verification?
-
How to support above capabilities in the enable layer? 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.3.0.
* * * First Change * * * *
6.X
Solution X: QoS verification capability
6.X.1 Solution description

6.X.1.1
General

This solution aims to address the issues identified in Key Issue 6.
This solution provides a procedure to illustrate the QoS verification capability by the network slice capability exposure server.

To enable the VAL server to verify QoS data of a network. The NSCE layer should help the VAL server to check whether the existing QoS data is able to satisfy the VAL client’s.
6.X.1.2
QoS verification capability
Figure 6.2.1.2-1 illustrates the QoS verification capability process to address the key issue 6 of Application layer QoS verification capability exposure described in clause 5.4.

Pre-conditions:

1.The VAL client has subscribed to the Qos verification capability. 

2.
The network slice enabler layer is capable to interact with NEF/NWDAF and OAM system.
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Figure 6.X.1.2-1 QoS verification process
1. The VAL server sends a request to NSCE server to collect the desired service/application QOS data, the detailed content of the reported data depends on the type of the application and services.

2. On receiving the request form VAL server, NSCE server retrieves the Qos data of network slice from 5GC and OAM system. For OAM system, the APIs defined in clause 11.3, TS 28.532[15] is utilized, the performance data in TS 28.552[12] and analytics data in TS 28.104[16] can be collected. For CN functions, the APIs of Nnwdaf_AnalyticsInfo service defined in clause 7.3, TS 23.288[18] is utilized. The data of QoS information defined in TS 23.501[3].
3. NSCE server sends a request to application layer to request the QoS data.

4. VAL server sends the requested QoS data to NSCE server.

5. NSCE server may send a request to NSCE client to collect the Qos data of network and services (e.g., the downlink/uplink bandwidth of service).

6. NSCE client report the requested data collected by itself if possible, the information collected by the NSCE client depends on the third-parties’ implementations.

7. NSCE server verifies and analyses QoS data of network slice instance, the QoS data of group of UEs to generate the QoS verification report as required by VAL server for specific period of time.

8. NSCE server sends the service/application QoS data verification response to VAL server.
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