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1. Introduction

This contribution provides a new key issue to study the requirements translation potential capability at the slice management service exposure layer.

2. Reason for Change

Requirements for network slice from different verticals may vary from one to another. For example, for the performance related requirements, the live video streaming cares more on bandwidth while V2X cares more on latency and jitters. For the capabilities related requirements, V2X may requests the positioning while future factory may requests the self control and management. 
To satisfy the requirements, vertical has to interact with several 5GS entities and understand the specific network parameters, such as the attributes in the service profile as defined in TS 28.541. Slice enabler layer could act as a mediator between the vertical customer and the 5GS to decompose and translate the requirements. 
However, to cope with the various requirements, it is needed to specify the operations and procedure on how to translate them more efficiently, such as in the unified manner with unified format/model/template. In such way, the slice enabler layer is capable of translating requirements from the vertical, to service consumption or service API invocation and configurations to the respective 5GS domains. The service could be provided from control plane, management plane and SA6 slice enabler layer itself, or the combinations of services above. There are two main aspects in requirements translation: one is how the vertical requirements could be collected, whether and how the template is needed? The other is how to transfer the requirements into actions, whether and how API translation is needed?
More specifically, the following considerations should be taken into account when translating the requirements:
Consideration 1: Dependencies among control and management services related to slicing

In slicing use cases, the control and management related services may have strong coupling (since the slice management affects the control plane and vice versa); where at the same time the slice customer may have dynamic / on-demand requests which affect both control and management plane. Customer (if has the permission) may want to influence decisions related to control or management plane. In the slicing case, an input for deciding to request a network adaptation may be triggered by an event that comes for the management system. This needs to be taken into account when configuring the APIs related to slice capability exposure.

· Example 1: RAN NSSI high load / resource unavailability may affect the per UE slice parameters. The slice customer may require the control plane adaptation (e.g. resource adaptation, traffic steering, app to slice re-mapping) based on a management plane event). 

· Example 2: A group UE mobility may affect the slice RRM policies for one or more cell areas (as configured by the OAM).

Consideration 2: Slice exposure abstraction/simplification 

Slice Customer may not want to understand the specific MNO- provisioned network parameters (related to service to be exposed), but requires an output which is understandable (e.g. an alert from MNO, an instruction for more resources / more UPFs). At the same time the MNO may want to hide the network topology while providing the required information to the slice customer. If a slice customer wants to request a new/modified service on-demand, further negotiation is needed between the MNO and the ASP to map the service to API requirement (management, control). This may require a service exposure modification which may result to either a new API or a modification of current API. More specifically, when the application server wants to invoke an API for consuming a service related to the used (or subscribed) slice, the applications of the slice customer need to be aware of the services which are mapped to each slice, as well as the level of exposure and the termination points for the APIs. In case of a new request which requires new or modified APIs, this will imply time consuming negotiations and signaling to set/configure the new/modified services and APIs. For the APIs, this will require that the applications are compatible with the API versions, protocols, communication types etc.. 

Consideration 3: Application-triggered slice related adaptations 

Different slices in this use cases may be available in all provided frequencies or a sub-set of them (e.g. FR1 or FR2 only) based on MNO and ASP agreement (and network capabilities to support a slice requirement). As an example, a mobile network operator has provisioned a set of network slices (Slice#1, Slice#2, Slice#3) which may be used by different ASPs (e.g. Slice#1 for online video services, Slice#2 for gaming.  Slice#3 for eMBB or IOT service). Different ASPs may use these slices (or a subset of them) for different services that they offer. Furthermore, when an application changes the network slices to be accessed, it should be agnostic to the UEs accessing the service and should be performed automatically. To allow for such ASP-provided changes, the slice capability exposure is required for influencing control plane (for requesting session-related adaptations, e.g. DNN remapping, slice re-mapping) and management plane (adaptation of NSI/NSSI parameters like RRM policies or coverage).  This will be done via APIs from both control and management plane (however in uncoordinated manner). In this example, the vertical app needs to know which entity offers which APIs and what are the protocol requirements for the API consumption.
For the above considerations, the slice enabler layer as a mediator between the vertical customer and the MNO, needs to be capable of translating service API invocations from the vertical application, to combinations of control and management service API invocations to the respective 5GS domains, in a unified manner with unified format/model/template. 

This key issue aims to discuss how to configure and translate the service requirements to service consumption and configuration in a way that the slice capability exposure is 1) agnostic to the underlying telecom infrastructure, 2) hides the complexity of telecom infrastructure, 3) doesn’t impact/restrict the level of exposure to the vertical and 4) that is resilient to dynamic changes that may happen due to application portability or telco-provided API status changes.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.1.0.

* * * Change * * * *

4.x
Key issue x –Support for requirements translation

Requirements for network slice from different verticals may vary from one to another, in terms of performance and capability requirements. For example, for the performance related requirements, the live video streaming cares more on bandwidth while V2X cares more on latency and jitters. For the capabilities related requirements, V2X may requests the positioning while future factory may request the self-control and management. To satisfy the requirements, vertical has to interact with several 5GS entities and understand the specific network parameters, such as the attributes in the service profile as defined in TS 28.541. Slice enabler layer could act as a mediator between the vertical customer and the 5GS to decompose and translate the requirements. 
However, to cope with the various requirements, it is needed to specify the operations and procedure on how to translate them more efficiently, such as in the unified manner with unified format/model/template. In such way, the slice enabler layer is capable of translating requirements from the vertical, to service consumption or service API invocation and configurations to the respective 5GS domains. The service could be provided from control plane, management plane and SA6 slice enabler layer itself, or the combinations of services above. 

There are two main aspects in requirements translation: 1) one is how the vertical requirements could be collected, whether and how the template is needed? 2) The other is how to transfer the requirements into actions, whether and how API translation is needed?
This key issue aims to discuss how to configure and translate the requirements to service consumption and configuration in a way that the slice capability exposure is 1) agnostic to the underlying telecom infrastructure, 2) hides the complexity of telecom infrastructure, 3) doesn’t impact/restrict the level of exposure to the vertical and 4) that is resilient to dynamic changes that may happen due to application portability or telco-provided API status changes.
 Therefore, the open issues include:

-
whether and how the vertical requirements could be collected at the slice enabler to allow the translation to network service consumption and configuration,

-
whether and how API translation is needed to support the requirements translation.
* * * End of Change * * * *

