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1. Introduction
This pCR is to remove the unnecessary delivery report descriptions.
2. Reason for Change
In 8.3.2, the description "This IE is not present if the MSGin5G message request is no longer needed because we have split the message delivery report request to clause 8.3.4."

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.554 v1.1.0.
* * * First Change * * * *

8.3.2
MSGin5G inbound messages into the MSGin5G Server

Figure 8.3.2-1 shows the procedure for a MSGin5G UE that initiates a MSGin5G message request.
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Figure 8.3.2-1: New MSGin5G message request from UE

Figure 8.3.2-2 shows the procedure for an Application Server that initiates an API request for sending a MSGin5G message to UE.

Editor's Note:
The APIs provided by MSGin5G Server to App Server are to be specified in another clause of the TS.
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Figure 8.3.2-2: Application Server initiates a request for sending a MSGin5G message

Figure 8.3.2-3 shows the procedure for a Legacy 3GPP Message Gateway or a non-3GPP Message Gateway that sends a new MSGin5G message request to the MSGin5G Server on behalf of a Legacy 3GPP UE or Non-3GPP UE.
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Figure 8.3.2-3: New MSGin5G message request sending from Message Gateway

The following procedure applies to the above figures 8.3.2-1, 8.3.2-2 and 8.3.2-3 with the exception that step 1 only applies to figure 8.3.2-1.

1.
The Application Client-1 in the UE sends a request to the MSGin5G Client for invoking the MSGin5G Client to send a new MSGin5G message to a recipient or to multiple recipients.

Editor's Note:
Whether the APIs provided by the MSGin5G Client to the Application Client is to be specified in another clause of the TS is FFS. 

2.
As shown in figure 8.3.2-1 or 8.3.2-3, the MSGin5G Client or Message Gateway sends the MSGin5G message request to the MSGin5G Server and includes the IEs as listed in table 8.3.2-1 in the request; or as shown in figure 8.3.2-2, the Application Server sends an API request to the MSGin5G Server for sending a MSGin5G message, the API request includes the IEs as listed in table 8.3.2-1.
Table 8.3.2-1: Request to MSGin5G Server for sending MSGin5G message
	Information element
	Status
	Description

	Originating MSGin5G Service ID
(see NOTE)
	M
	The service identity of the sending MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the sending Application Server.

	Recipient MSGin5G Service ID
(see NOTE)
	O
	The service identity of the receiving MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the receiving Application Server.

This IE is mandatory for Point-to-Point messaging, Application-to-Point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

	Recipient Group Service ID
(see NOTE)
	O
	The service identifier of the target MSGin5G Group. 

This IE is mandatory for a Group Message and is not present in other message scenarios.

	Recipient Broadcast Area ID
(see NOTE)
	O
	The service identifier of the Broadcast Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

	Messaging Topic
	O
	Indicates which Messaging Topic this message is related to. 
This IE is mandatory for a message distribution based on topic and is not present in other message scenarios.

	Application ID
	O
	Identifies the application(s) for which the payload is intended.

This list of Application IDs IE is required when the message is sent to one or multiple Application Clients served by same MSGin5G Client.
This list of Application IDs IE may be included when the message is sent to an Application Server or to an Application Client.

MSGin5G Server is unaware of the content.

	Message ID
	M
	Unique identifier of this message.

	Security credentials
	O
	Security information required by the MSGin5G Server.

This is a placeholder for SA3 security information.

	Delivery status required
	O
	Indicates if delivery acknowledgement from the recipient is requested.



	Payload
	O
	Payload of the message.

MSGin5G Server/Client is unaware of the content.

If the request is sent from MSGin5G Client or Message Gateway to the MSGin5G server, the maximum size of this IE is a configurable value that shall not exceed 2048 octets.

	Priority type
	O
	Application priority level requested for this message. 

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Segmentation set identifier
	O
	All segmented messages associated within the same set of segmented messages (i.e. associated with the same MSGin5G message) are assigned the same unique identifier.

Mandatory IE to be present in every segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.
The Total Segments needs to be included only in the first segment of the message.

	Message segment number
	O
	An incrementing message segment number that indicates segmented message number of each segmented message within a set of segmented messages

	Last segment flag 
	O
	An indicator of whether this segmented message is the last segment in the set of segmented messages or not.

The Last Segment Flag needs to be included only in the last segment of the message. Message segment number of the segment with "Last Segment Flag" set can be considered as total segments.

	NOTE:
Only one of these IEs shall be included to represent the type of message request.


3.
The MSGin5G Server authenticates the message and verifies that the sender is authorized to send the message and determines if the recipients are available to receive the message or if the message needs to be stored for deferred delivery. 
4.
The MSGin5G Server may send a Message response to the originating entity if the message is rejected or stored and includes the IEs as listed in table 8.3.2‑2 in the response.

Table 8.3.2-2: Message Response

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The identity of the MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the identity of the Application Server that initiated the previous Request.

	Message ID
	M
	Identifier of the initiating Request.

	Delivery Status
	O
	Indicates if delivery is a failure, or if the message is stored for deferred delivery.

	Failure Cause
	O
	The reason for failure


* * * Next Change * * * *

* * * Next Change * * * *

* * * Next Change * * * *

* * * Next Change * * * *

Application Server
MSGin5G Server
3. Authentication and authorization
2. API message request

4. API Message response



Message Gateway
MSGin5G Server
3. Authentication and authorization
2. MSGin5G message request

4. Message response



MSGin5G 
Client
MSGin5G Server
3. Authentication and authorization
2. MSGin5G message request
App Client-1
UE

4. Message response
1. request



