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1. Introduction
This contribution proposes to add key issue of network slice fault management capability exposure.
2. Reason for Change
According to the following network slice management capability exposure requirements captured in TS 22.261:
The following set of requirements complement the requirements listed in 3GPP TS 22.101 [6], clause 29.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to create, modify, and delete network slices used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to monitor the network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a UE to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to configure the information which associates a service to a network slice used for the third-party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to assign a UE to a network slice used for the third-party, to move a UE from one network slice used for the third-party to another network slice used for the third-party, and to remove a UE from a network slice used for the third-party based on subscription, UE capabilities, and services provided by the network slice.
In the second bullet, the 5GS is required to provide the API to allow the trusted third-party to monitor the network slice used for the third-party. From the management aspects, two types of management data are important for evaluate the health and performance of the network and network slices, the alarm data and performance data. The alarm data can be used to help the third-party to diagnose the fault problem of the services, locate the fault causes, and to aware of the potential fault.
This contribution proposes to add the key issue of network slice fault management capability exposure.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.1.0.
* * * First Change * * * *
5.x
Key issue x: Network slice fault management capability
As the requirement captured in TS 22.261, based on operator policy, the 5GS shall provide suitable APIs to allow a trusted third-party to monitor the network slice used for the third-party according to operator policy.
In addition, the descriptions of network diagnostics are captured in clause F.2, TS 22.261 as following:

Network diagnostics helps with scanning, diagnosing and identifying problems within a network. Diagnostics includes gathering data and continuously providing sufficient performance parameters that characterize the quality of the network connection. This includes data of the physical connection as well as of logical links and sub-networks. Exposure of relevant (and possibly aggregated) performance parameters ensures a quick reaction in case of failure as well as identifying network connectivity, performance and other related problems. 
Network diagnostic information needs to be generated automatically and, in case of a hosted or virtual network deployment, be made available to the tenant of the network via a suitable API.

The alarm data can be used to help the third-party to diagnose the fault problem of the services, locate the fault causes, and to aware of the potential fault. In TS 28.545, the fault supervision management services are standardized by which the alarm of the network slice instance from network resource aspects can be subscribed and reported. This alarm information together with the application function’s fault report and communication service related knowledges can be utilized by the SEAL/NSCM to diagnose and locate the cause of the service performance deterioration and the fault of the communication services, and then exposed the fault report to the third-party. For example, if the status of the required communication is not correct, the SEAL/NSCM derives this alarm information from application functions. In this case, it is the SEAL/NSCM’s responsibility to detect whether this fault is caused by the 5GS network or not and exposed the fault report to the third-party. If it is, then the SEAL/NSCM may inform the management functions the location of the fault and ask for the maintenance of the managed functions to clear the fault.

In addition, the two business relationships of network slice as a service and network slice as NOP internals may considered separately for the capabilities exposed in each scenarios. The coordination with SA5 is needed to fill the gap between the communication services (from the verticals’ point of view) and the 5G network. 
Open issues:

-
Whether and how additional APIs dedicated to network slice fault management capability are required?
-
How to define the APIs to expose the fault report to verticals client/server

-
How to coordinate with fault supervision management services provided by O&M systems defined in SA5 to fill the gap in fault management.
