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1. Introduction
This contribution proposes a new KI for the eEDGEAPP.
2. Reason for Change
The current definition of session with QoS API only allows IP flow description, nowadays, the encrypted traffic volume (e.g. HTTPS) is increasing rapidly year by year in internet. SA2 services supports more than just IP flow for encrypted traffic detection. Such capability can be used by the EEL.
Also, the ACR management event service API relies on the detection of the application traffic in user plane path change, which also needs to support encrypted traffic filter.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.700-98.
* * * First Change * * * *
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* * * 2nd Change * * * *

4.X
Key issue #ZZ: Application traffic filter exposure
SA6 has specified EDGE-3 exposure with different APIs. The session with QoS API provides the capability for the EAS to influence the QoS for the application traffic via EES. The ACR management event API supports "User plane path change", "ACR monitoring" and "ACR facilitation" and all events support to detect user plane path change for the application traffic.
The current definition of session with session with QoS API and ACR management event API only supports simple IP flow description. E.g. in TS 23.558, table 8.6.6.3.2-1 IP flow description identifies the application traffic by 3 or 5 tuples. 
Table 8.6.6.3.2-1: Session with QoS create request

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	UE IP address (NOTE 1)
	O
	The UE IP address.

	UE ID (NOTE 1)
	O
	The identifier of the UE (i.e. GPSI)

	UE Group ID (NOTE 1)
	O
	Identifies a group of UEs (i.e. internal group ID or external group ID)

	IP flow description
	M
	The IP flow description for the application traffic.

	Requested QoS reference (NOTE 2)
	O
	Refers to pre-defined QoS information for the data 
session between AC and EAS (NOTE 3).

	…
	…
	…


Nowadays, the encrypted traffic volume (e.g. HTTPS) is increasing rapidly year by year. Only supporting IP flow description in EDGE-3 exposure APIs is not enough. SA2 already supported the encrypted traffic detection by more filters than IP flow description for the application in Rel-14 study TR 23.721 [23721] and more traffic filters are supported via PFD management procedure as described in TS 23.682 [23682], TS 23.203 [23203], such capability is lifted in 5G in TS 23.502 [23502] and TS 23.503 [23503] correspondingly. The EEL should provide the same level of traffic filter for identifying the application traffic including the encrypted one.
Open issues:

-
How to support more application traffic filter for session with QoS API.
-
How to support more application traffic filter for ACR management event API.
* * * End of Changes * * * *
