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1. Introduction
This contribution provides a new key issue to study the  communication service management exposure requirement via the enabler layer.

2. Reason for Change
Requriements are defined in clause 6.10, TS 22.261 as followings:

Based on operator policy, the 5G network shall expose a suitable API to allow an authorized third-party to define and reconfigure the properties of the communication services offered to the third-party.

The 5G system shall support the means for disengagement (tear down) of communication services by an authorized third-party
Also, the descriptions is captured in clause 6.23.1, QoS monitoring can be used for assessing and assuring the dependability of the communication services.
This requirement is about communication services managed by authorized third-party, it could be studied here how application server manage the communication services with the capabilities exposured by the network slice enablement layer on top of the communication service (where the network slice instance is considered as a communication services) assurances capabilites defined in SA5 TS 28.535.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.1.0.
* * * First Change * * * *

5.x
Key issue x: communication service management exposure 
In clause 6.10 of TS 22.261, following requirements are defined:

Based on operator policy, the 5G network shall expose a suitable API to allow an authorized third-party to define and reconfigure the properties of the communication services offered to the third-party.

The 5G system shall support the means for disengagement (tear down) of communication services by an authorized third-party
In addition, in clause 6.23.1 of TS 22.261, it defines that QoS monitoring can be used for assessing and assuring the dependability of the communication services. 
In SA5 TS 28.535, management services to assure the communication service as per agreement (for example a SLS) with a communication service (only network slice as a service scenarios) consumer (e.g. enterprise) have been defined. For other scenarios, the communication services from the verticals aspects required by SA1 (e.g., vertical automation communication services, URLLC services) are not discussed in SA5
From the vertical industry perspective, they may be more concerned about how to operate the communication services provided by 5GS to meet the business requirements on application level. Therefore, the service enable layer needs to provide such capabilities for vertical industries, including lifecycle management and quality assurance of communication services from the perspective of application level. For example, with the QoE/QoS data of communication services collected from vertical application layer, SA6 may need to provide some value-added communication services management and/or assurance services. 
It is not clear how to expose the communication service management service from application perspective with providing additional value on top of existing SA5 solution.
Hence, it is required to study the following issues:

-
What kinds of service APIs are required to be supported for application layer exposure of communication services life cycle management?
-
What kinds of additional service APIs are required to be supported for application layer exposure of communication services SLA assurance?
-
How to support above capabilities in the enable layer?

-
How to coordinate with SA5 to fill the gap between the communication services (from the verticals’ point of view) and the 5G network.
