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1. Introduction
This contribution proposes architectural requirements for SNAAPP.
2. Reason for Change
As APIs related to the resource owner is invoked in SNA scenarios, it is required that the resource owner can provide/revoke user consent, and that the resource owner can be authenticated.

The providing/revoking of the user consent should be communicated between the resource owner and the authorising entity (e.g. CAPIF core function), in order to avoid other entities to provide/revoke the user consent without the resource owner's agreement.


3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-95 v0.1.0.
* * * First Change * * * *

5.1
General requirements
[AR-5.1-a] The confidentiality of the UE's external identity (e.g. MSISDN) shall be preserved during the API invocation supported by CAPIF.
[AR-5.1-x] The CAPIF shall support the authentication of the resource owner.
[AR-5.1-y] The CAPIF shall enable the resource owner(s) to provide and revoke user consent.
[AR-5.1-z] Information regarding providing/revoking of the user consent shall be communicated between the resource owner and the authorised entity and shall not be exposed to unauthorised entities.
