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1. Introduction

This document proposes text for the application architecture of FS_NSCALE to support the network slice management and control capabilities. 
2. Reason for Change

It is needed to have a common sense on what is the application architecture we are studying and what function model it contains. Clause 6 requires text to define the function model of the study.

In SEAL specification (3GPP TS 23.434) network slice capability management (NSCM) service is one new SEAL service that offers network slice capability management capabilities, such as support for vertical application to slice re-mapping to one or more vertical applications. Those capabilities mainly based on the control plane, where the NSCM server acting as AF influences the URSP rules for the application traffic per UE by providing a guidance on the route selection parameters (including the S-NSSAI and DNN mapping). 

However, in addition, it has the following slicing-related capabilities from SA2 

· URSP mechanism to manage the slice access control;

· Slice quota management and event exposure with NSACF(network slice admission control function) 

· Network data analytics from NWDAF

At the same time, SA5 also defines network slicing related management services, including:
· Network Slice Provisioning for both NSaaS and NoP model (TS 28.531)

· Network Slice Performance Assurance (TS 28.550)

· Network Slice Fault Supervision (TS 28.545)

Therefore, from the architecture perspective, the control plane, management plane and their interaction need to be take into consideration.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.1.0.

* * * First Change * * * *

4.2
Application architecture

The network slice capability exposure client communicates with the network slice capability exposure server over the NSCE-UU reference point. The network slice capability exposure client provides the support for network slice capability exposure functions to the VAL client(s) over NSCE‑C reference point. The VAL server(s) communicates with the network slice capability exposure server over the NSCE-S reference point. The network slice capability exposure server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, NSACF, etc.), or interacting with PCF directly via N5, if permitted. The network slice capability exposure server may interact with OAM system over NSCE-OAM reference point, as consumer in both NSaaS and NoP model (for Network Slice Provisioning capabilities,  Performance Assurance,   Fault Supervision etc.).
Editor's Note:
  The NSCE-OAM reference point is not specified yet, and the entities the network slice capability server interacts with in the management plane is being studied in the SA5.

4.2.1
Functional elements
4.2.1.1
Network slice Capability Exposure client

The network slice capability exposure client functional entity acts as the application client for the slice enablement. The network slice capability exposure client interacts with the network slice capability exposure server to trigger a network slice related operations. This trigger may be due to an application QoS requirement change, a service operation change, a network slice status change, etc.. The NSCE client may receive a network slice related notification from the NSCE server. The NSCE client may optionally notify the VAL client on the network slice / DNN change.
4.2.1.2
Network slice Capability Exposure server
The network slice capability exposure server functional entity provide application layer enablement to support the network slice management and control with/without invoking control and management plane capabilities from SA2 and SA5 pertaining to network slicing. Such enablement supports the network slice related operations such as the mapping or migration of one or more vertical applications to one or more network slices, triggering the dynamic network slice lifecycle management, NSI/NSSI monitoring, etc. 
