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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES as specified in the clause 8.6 of TS 23.558 (Rel-17) and the capabilities provided by the 3GPP core network as specified in the clause 8.7 of TS 23.558 (Rel-17). The list of Service APIs exposed to EAS are as follows:
· Service APIs exposed by EES 
· UE location API
· ACR management event API
· AC information exposure API
· UE Identifier API
· Session with QoS API
· Service APIs exposed by 5GC
· Service APIs provided by SCEF/NEF/SCEF+NEF/PCF
While these Service APIs may be provided by Edge computing service providers (with EES) and PLMN operators (with 5GC), there are several use cases and requirements to exploit Service APIs exposed by EASs (provided by Application service providers) which can be invoked by the other EASs such as:
· Example Service APIs exposed by EAS and use cases
· Cloud/Edge/Split Rendering in AR/VR use cases [3GPP TS 22.261]
· video content delivery, exploiting separate services such as content caching, video encoding/decoding, and video analytics
· video production and delivery, exploiting separate services such as video editing, composition, analytics, conversion, transcoding, and so on
With the enablement of Service APIs exposed by EASs in the Edge Enabler Layer, there may expect several benefits to the involved business roles in the edge computing services as follows:
· Application service providers may simplify the Edge Application logic by composing the service components provided by the other EASs at the network edge;
· Application service providers may open a new business to provide one or more service components to be executed and invoked by the other EASs at the network edge;
· Edge computing service provider may open a new business to provide a service platform for hosting and wholesale of the EAS services.
Given the rationale aforementioned, this paper proposes to add a new key issue to study how to enable the use of Service APIs exposed by EASs in FS_eEDGEAPP.
2	Discussion
Example operations to support Service APIs exposed by EAS can be listed as follows but not limited to:
· EAS registration
· An EAS registers itself with a list of Service APIs required by the EAS as an invoker
· An EAS registers itself with a list of Service APIs capable of producing by the EAS
· Service API publication and discovery
· An EAS publishes one or more Service API(s) with specific service attributes (e.g., service KPIs) useful for API invokers (EAS)
· An EAS discovers one or more Service APIs (exposed by the other EASs) required to run 
· Service availability subscription/notification
· An EAS may subscribe to any changes in the status (activated, updated, or terminated) of specific service APIs
· An EAS may be notified of any changes in the status of Service APIs subscribed
· Service continuity support
· EASs exposing the Service APIs may be relocated as the invoking EAS relocates due to UE mobility
· Context of Service APIs may be transferred from a S-EAS to T-EAS
· Dynamic instantiation triggering
· An EAS may be dynamically instantiated to produce its Service API as triggered by Edge Enabler Layer for invocation of the Service API by the other EAS
In TS 23.558, there is no capability specified for the operations mentioned above. However, there have been relevant studies in TR 23.758 (Study on application architecture for enabling Edge Applications, Rel-17) with KI#5 and Sol#15 as follows:
· Key Issue 5: Capability Exposure to Edge Application Server
· How Edge Application Servers discover available service API(s) within the Edge Data Network?
· Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server within the Edge Data Network, and how to support?
· Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server of the different Data Network, and how to support?
· Solution #15: Edge Application Server's service APIs publish and discovery using CAPIF
· The Edge Enabler Server can support edge application (owned by 3rd party or by PLMN operator) access to the service APIs offered by other Edge Application Servers within and across the Edge Data Network by providing CAPIF functions as shown in Figure 7.15.1.1-1.
· The centralized Edge Enabler Server can support edge application (owned by 3rd party or by PLMN operator) access to the service APIs offered by other Edge Application Servers within and across the Edge Data Network by providing CAPIF functions as shown in Figure 7.15.1.2-1.
While the Sol#15 of TR 23.758 suggest to re-use CAPIF to support the operations relevant for the Service APIs exposed by EAS, there are some gaps as follows:
· EAS registration with Service API information for exposing
· CAPIF_API_Provider_Management_API may be re-used for exposing-EAS registration but no information element about the exposing Service APIs of the EAS is specified
· Service API publication/discovery with service-specific attributes
· CAPIF_Publish_Service_API and CAPIF_Discover_Service_API may be re-used for Service API publication/discovery but still needs additional parameters to indicate service-specific attributes (e.g., service KPIs) for producing and consuming an Service API
· Context transfer to support service continuity
· No service continuity support of CAPIF is identified 
· Service API availability subscription/notification across EESs
· The deployment option for centralized CAPIF core function may work; but the deployment option for distributed CAPIF core functions does not support availability subscription/notification of Service APIs in the CAPIF interconnection via CAPIF-6
· Dynamic instantiation triggering
· No dynamic instantiation triggering support of CAPIF is identified 
Thus, it needs to study whether and how the EDGEAPP architecture may support the operations enabling the Service APIs exposed by EASs with considering to re-use or extend the CAPIF capabilities. 
3		Proposal
It is proposed to modify the text of TR 23.700-98 as follows.


1st CHANGE

[bookmark: _Toc478400622][bookmark: _Toc365044][bookmark: _Toc75795707]4.x	Key issue #x: Enablement of Service APIs exposed by EAS
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES as specified in the clause 8.6 of TS 23.558 (Rel-17) and the capabilities provided by the 3GPP core network as specified in the clause 8.7 of TS 23.558 (Rel-17).
However, there are several use cases and requirements to exploit Service APIs exposed by EASs (provided by Application service providers) which can be invoked by the other EASs such as Cloud/Edge/Split Rendering in AR/VR use cases; and video content delivery exploiting separate services such as content caching, video encoding/decoding, and video analytics.
With the enablement of Service APIs exposed by EASs in the Edge Enabler Layer, there may expect several benefits to the involved business roles in the edge computing services. For example, Application service providers may simplify the Edge Application logic by composing the service components provided by the other EASs at the network edge; and open a new business to provide one or more service components to be executed and invoked by the other EASs at the network edge.
In order to enable the use of Service APIs exposed by EASs in the Edge Enabler Layer, there have been relevant studies in TR 23.758 (Rel-17), which result in Sol#15 as follows:
· Solution #15: Edge Application Server's service APIs publish and discovery using CAPIF:
· The Edge Enabler Server can support edge application (owned by 3rd party or by PLMN operator) access to the service APIs offered by other Edge Application Servers within and across the Edge Data Network by providing CAPIF functions in a distributed or centralized manner.
Based on the Rel-17 study result, this key issue focuses on addressing the following open issues.
Open issues:
· [bookmark: _Hlk81298758]Identify any gaps in CAPIF to enable EAS Service APIs in the EDGEAPP architecture based on the Sol#15 of TR 23.758 (Rel-17)
· in terms of e.g., service-specific attributes for API publish/discovery, API availability subscription/notification across EES/CCF
· If any, whether and how to enhance CAPIF capabilities to address the gap identified as above?
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