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* * * First Change * * * *

[bookmark: _Toc74040782]7.4.2.2	C2 communication modes configuration
This procedure enables the configuration of the UAE Client, based on an application request from UAS application specific server (which can be the USS/UTM) to manage the C2 operation modes (direct, network-assisted) of C2 communication for a UAS.
Figure 7.4.2.2-1 illustrates the C2 communication modes configuration procedure.
Pre-conditions:
1.	The UAS UEs are connected to 5GS and authenticated and authorized by UAS application specific server.
2.	UAE Server has established a UAE session with the respective UAE Clients.
3.	UAE Server has performed the C2 mode switching/selection capability initiation as in clause 7.4.2.1.


Figure 7.4.2.2-1: C2 communication modes configuration
[bookmark: _Hlk67990784]1.	The UAE Server sends a C2 communication modes configuration request  including the UAV UAS identification (CAA Level UAV ID, IP address), allowed C2 communication modes (e.g., direct, network assisted, USS/UTM navigated), primary and optionally secondary C2 communication mode and policy for switching.
2.	The UAE Client stores the C2 communication mode configuration parameters.
3.	The UAE Client sends a C2 communication modes configuration response to the UAE Server.

* * * Next Change * * * *

[bookmark: _Toc74040794]7.4.3.8	C2 communication modes configuration request
Table 7.4.3.8-1 describes the information flow C2 communication modes configuration request from the UAE server to the UAE client.
Table 7.4.3.8-1: C2 communication modes configuration request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS for which the C2 QoS management request applies. This could be in form of identifier for the UAS, e.g. group ID; or individual identifiers for the UAV and UAV-C, e.g. CAA ID, GPSI, IP address.

	C2 operation mode management requirement
	M
	Identification of the type of the C2 mode switching to be supported by the UAE server. This can be either from direct to network-assisted C2, or from network-assisted to direct C2 or to UTM navigated.

	Allowed C2 communication modes
	M
	direct, network assisted, USS/UTM navigated

	Primary C2 communication mode
	M
	Primary C2 communication mode (direct, network assisted)

	Secondary C2 communication mode
	O
	Secondary C2 communication mode (direct, network assisted)

	Policy of C2 switching
	M
	Parameters for C2 switching (NOTE)
-	QoS thresholds on active link
-	QoS thresholds on target link

	[bookmark: _Hlk73013390][bookmark: _Hlk72848604][bookmark: _Hlk72847774]NOTE:	A complete list of parameters for the QoS-policy of C2 switching is specified by stage 3.
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