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* * * First Change * * * *
[bookmark: _Toc37790996][bookmark: _Toc42003947][bookmark: _Toc50584268][bookmark: _Toc50584612][bookmark: _Toc57673459][bookmark: _Toc74058309][bookmark: _Toc37790992][bookmark: _Toc42003943][bookmark: _Toc50584264][bookmark: _Toc50584608][bookmark: _Toc57673455][bookmark: _Toc74058305]8.2.6	EES Profile
The EES profile includes information about the EES and the services it provides.
Table 8.2.6-1: EES Profile
	Information element
	Status
	Description

	EESID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EASIDs
	M
	List of EASIDs registered with the EES.

	EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	EES Provider Identifier
	O
	The identifier of the ECSP that provides the EES Provider.

	EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES/EAS DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	ACR rule
	O
	Indicates for specific application type or ACR event, only one determined entity will detect ACR event and perform the ACR procedure (e.g. for EAS overload event, appoint EAS to detect ACR and perform ACR procedure, for UE mobility event, appoint EES detect ACR and perform ACR procedure)



Editor's Note:	Whether or not to split EAS/EES DNAI (s) is FFS.

* * * Next Change * * * *
8.4.2.2.2	EEC registration
Figure 8.4.2.2.2-1 illustrates EEC registration procedure.
Pre-conditions:
1.	The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.11; and 
2.	The EEC has received service provisioning information from the ECS, including information for accessing the EES.


Figure 8.4.2.2.2-1: EEC registration procedure
1.	The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. 
	If the EEC is moving to this EES from the purview of another EES, called source EES, the request from the EEC may include the identity and endpoint of the source EES and an EEC context ID that was provided by the source EES to maintain continuity of the EEC context and to authorize EEC context relocation. 
2.	Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled and reserves corresponding resources. 
3.	Upon successful validation of the request, if the received EEC registration request contains an EEC context ID and a source EES Endpoint, the EES performs a EEC Context Pull relocation (clause 8.9.2.2) from the source EES. The source and target EES perform EEC Context handling as detailed in clause 8.9.1.
NOTE 1:	Only a single EEC Context ID may be provided in the EEC registration request.
NOTE 2:	In this version of specification, each registration procedure relocates a single EEC context.
If the EEC registration request fails after the EEC Context Pull relocation, e.g., the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause.
4.	The EES sends a successful registration response, which includes the registration ID and may include a newly assigned EEC context ID. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. The EES may provide ACR rules to indicate to the EEC which kind of application type or ACR event to detect, and perform corresponding ACR procedure. The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.
Editor's Note: whether the EEC registration response provides feedback with regard to the outcome of the EEC context relocation is FFS.

* * * Next Change * * * *
[bookmark: _Toc37791010][bookmark: _Toc42003961][bookmark: _Toc50584302][bookmark: _Toc50584646][bookmark: _Toc57673501][bookmark: _Toc74058364]8.4.2.3.3	EEC registration response
Table 8.4.2.3.3-1 describes information elements in the EEC registration response from the EES to the EEC.
Table 8.4.2.3.3-1: EEC registration response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.


	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	Failure response
	O
	Indicates that the registration request failed.


	> Cause
	M
	Provides the cause for registration request failure.

	ACR rule
	O
	Indicates for specific application type or ACR event, only one determined entity will detect ACR event and perform the ACR procedure (e.g. for EAS overload event, appoint EAS to detect ACR and perform ACR procedure, for UE mobility event, appoint EES detect ACR and perform ACR procedure)




* * * Next Change * * * *
[bookmark: _Toc74058378]8.4.3.2.2	EAS registration
Pre-conditions:
1.	The EAS has been configured with an EASID;
2.	The EAS has been configured with the address (e.g. URI) of the EES; and
3.	Both the EAS and EES have the necessary credentials to enable communications. 


Figure 8.4.3.2.2-1: EAS Registration procedure
1.	The EAS determines that registration to the EES is needed (e.g. the EAS is instantiated and started up). 
2.	The EAS sends an EAS registration request to the EES. The request shall include the EAS profile and may include proposed expiration time for the registration. 
3.	The EES performs an authorization check to verify whether the EAS has the authorization to register on the EES.
4.	Upon successful authorization, the EES stores the EAS Profile for later use (e.g. for serving EAS discovery requests received from EECs, etc.) and replies to the EAS with an EAS registration response. The EES may provide ACR rules to indicate to the EAS which kind of application type or ACR event to detect, and perform corresponding ACR procedure. The EES may provide an expiration time to indicate to the EAS when the registration will automatically expire. To maintain the registration, the EAS shall send a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the EES shall treat the EAS as implicitly de-registered.

* * * Next Change * * * *
[bookmark: _Toc37791016][bookmark: _Toc42003970][bookmark: _Toc50584315][bookmark: _Toc50584659][bookmark: _Toc57673520][bookmark: _Toc74058384]8.4.3.3.3	EAS registration response
Table 8.4.3.3.3-1 describes information elements in the EAS registration response from the EES to the EAS.
Table 8.4.3.3.3-1: EAS registration response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.

	> Registration ID
	M
	Identifier of the registration.

	> Expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

If the Expiration time IE is not included, it indicates that the registration never expires.

	Failure response
	O
	Indicates that the registration request failed.

	> Cause
	O
	Indicates the cause of registration request failure

	ACR rule
	O
	Indicates for specific application type or ACR event, only one determined entity will detect ACR event and perform the ACR procedure (e.g. for EAS overload event, appoint EAS to detect ACR and perform ACR procedure, for UE mobility event, appoint EES detect ACR and perform ACR procedure)




* * * Next Change * * * *
[bookmark: _Toc50584436][bookmark: _Toc50584780][bookmark: _Toc57673688][bookmark: _Toc74058562]8.8.2.1	General
The scenarios in the following clauses are different with regards to 
a)	whether the EEC is involved in the detection phase and decision phase;
b)	whether T-EAS discovery is performed between ECC and T-EES or between S-EES and T-EES;
c)	whether the EEC sends an Application Context Relocation Request towards the S-EES, the T-EES or none at all; and
d)	whether the Application Context is pushed from the S-EAS to the T-EAS or pulled by the T-EAS from S-EAS.
Generally, AC, EEC, EES and EAS implementations will support only a subset of these scenarios; therefore, during EAS discovery and T-EAS discovery the S-EES and T-EES shall take the ACR scenarios supported by the AC and EEC and any preferences indicated by the EEC for specific ACR scenarios into account when identifying the EAS(s) for the EAS discovery response, as specified in clause 8.5.2.2 and clause 8.8.3.2, or for the EAS discovery notification, as specified in clause 8.5.2.3.3.
Furthermore, when the EEC performs EAS discovery or T-EAS discovery, the EES or T-EES shall inform the EEC about the ACR scenarios which are supported by the EAS or T-EAS, respectively.
The EEC shall take the information about supported ACR scenarios provided by the ECS, S-EES and T-EES into account when selecting an EES for EAS discovery or T-EAS discovery, respectively, and when selecting an EAS for edge services.
Editor's note:	whether the scenarios are overlapping and how to solve any co-existence issues are FFS.
The EAS, EEC and EES will detect ACR event and perform ACR procedure according to the ACR rules, and for one specific ACR event or application type, only one determined entity will detect and perform ACR procedure, to avoid that multiple entities detect ACR event and trigger duplicated ACR procedures.

* * * End of Change * * * *
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