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1. Introduction
This cotnribution introduces a new KI for Application server monitoring. 
2. Reason for Change
As per 3GPP TS 22.101 – it is reqquired to monitor third party application server’s operational status e.g. congestion levels, failure and unavailability of the third-party server and control the traffic to avoid/mitigate potential issues caused by unproductive use of network resources.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97 V0.1.0.
* * * First Change * * * *

4.x
Key issue #x: Application server monitoring and control of traffic

In clause 31 of 3GPP TS 22.101 [r22101] has provided requirements for control of traffic from UE-based applications toward associated server. When an application on a third-party server or the third-party server itself becomes congested or fails the traffic towards that server need to be controlled to avoid/mitigate potential issues caused by resulting unproductive use of 3GPP network resource. Following are some of the requirements:

The 3GPP network shall be able to control (i.e. block and/or prioritize) traffic from UEs to an application on a third-party server or the third-party server itself without affecting traffic to other applications on the third-party server or to other third-party servers.
The 3GPP network shall be able to receive a status indication from the third-party server when an application on it is experiencing congestion or failure, and when normal operation resumes. Such a status indication may be sent periodically, and/or when the status of the application changes.

The 3GPP network shall be able to detect and monitor a third-party server’s operational status e.g. congestion levels, failure and unavailability of the third-party server.
Consider a scenario where an IoT application server serves millions of devices. In an event where application server’s response time is increased due to high traffic congestion at the application server, it is required to steer the traffic from the UEs or IoT devices towards the application server. Currently, SEAL does not support monitoring third-party application server.
Hence, it is required to study:

1)
How to enhance the SEAL services or functional model to support the monitoring of third-party application server?

2)
How to monitor a third-party server’s operational status e.g. congestion levels, failure and unavailability of the third-party server? How to control/influence the traffic when the third-party application server is experiencing congestion or failure, and when normal operation resumes?
* * * First Change * * * *
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* * * End of Change * * * *

