
3GPP TSG-SA WG6 Meeting #45
S6-211980
e-meeting, 25th August – 3rd September 2021
(revision of S6-21xxxx)
Source:
Samsung
Title:
Pseudo-CR on Federation of Edge Computing services
Spec:
3GPP TR 23.700-98 v0.1.0
Agenda item:
10.8
Document for:
Approval
Contact:
Nishant Gupta <nishant.gup@samsung.com>
1. Introduction
This contribution proposes a new key issue to study federation of edge computing services.
2. Reason for Change
Infrastructure to provide Edge Computing services is resource and cost intensive; therefore federating the services offered by multiple ECSPs will allow ECSPs to have larger coverage and access to a bigger user base at a lower infrastructure cost. Federation of services will also help improve the services provided to the consumers with lower latency coverage in larger geographies and availability of a potentially larger application set. 

Rel-17 Edge Computing work is limited to the services offered by one ECSP and does not provide detail on inter-ECSP exchange of information and services. Detailed study is required to enable federation of services in Rel-18. 

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.1.0.
* * * First Change * * * *

4.x
Key issue #x: Federation of Edge Computing services

Infrastructure to provide Edge Computing services is resource and cost intensive; therefore federating the services offered by multiple ECSPs will allow ECSPs to have larger coverage and access to a bigger user base at a lower infrastructure cost. Federation of services will also help improve the services provided to the consumers with lower latency coverage in larger geographies and availability of a potentially larger application set. 

Rel-17 Edge Computing work is limited to the services offered by one ECSP and does not provide detail on inter-ECSP exchange of information and services. Detailed study is required to enable federation of services, covering the following open issues: 

-
how does the Edge Enabler Layer provided by one ECSP interact (e.g. subscribe, discover, communicate, interconnect) with the Edge Enabler Layer provided by another ECSP?

-
how and what information is shared across the inter-domain ECSP functional entities to enable service provisioning and EAS discovery by the EEC in the partner ECSP?
-
whether and how EEC registers on EESs deployed by a partner ECSP?

-
what information is shared across the inter-domain ECSP functional entities to enable discovery of T-EES and T-EAS provided by partner ECSP by the S-EES during ACR?

-
how is EEC context continuity is maintained across ECSPs, with or without ACR?
