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1. Introduction
This contribution provides a new key issue to study the trust enablement as potential capability at the slice enabler layer.

2. Reason for Change
A vertical application may use the slice enabler services (which can be seen as a trusted 3rd party to the MNO) to request management services as well as control plane services for a new slice on demand, based on an agreement between the vertical and the network slice provider. 
However, the creation of a new slice will require a form of trust between the vertical/end application and the 5GS (management and control plane) for authorizing/authenticating the application request and enabling the vertical app to consume management / control services related to the requested slice. 
The vertical application may not be trusted by the OAM or the 5GC, and is therefore not able to access management and control services. 
So, the key issue is how to enable the authorization/authentication of the vertical application to consume telco-provided services (management and control plane), based on the vertical applications request. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS / TR <TS/TR number and version>.
* * * First Change * * * *

4.x
Key issue x –Support for trust enablement

A vertical application may use the slice enabler services (which can be seen as a trusted 3rd party to the MNO) to request management services as well as control plane services for a new slice on demand, based on an agreement between the vertical and the network slice provider. 
However, the creation of a new slice will require a form of trust between the vertical/end application and the 5GS (management and control plane) for authorizing/authenticating the application request and enabling the vertical app to consume management / control services related to the requested slice. 
The vertical application may not be trusted by the OAM or the 5GC, and is therefore not able to access management and control services. Also, there can be two way of accessing these services after authorization, via direct exposure or indirectly via the enabler server.
So, the key issue will study:

· how to enable the authorization/authentication of the vertical application to consume telco-provided services (management and control plane), based on the vertical applications request. 
· how to enable the authorization/authentication of the vertical application to consume telco-provided services (management and control plane) indirectly via the slice enabler layer, based on the vertical applications request. 
* * * Next Change * * * *

