
3GPP TSG-SA WG6 Meeting #45
S6-211905
e-meeting, 25th August – 3rd September 2021
(revision of S6-21xxxx)

Source:
Convida Wireless LLC
Title:
IoT Platform PSM monitoring and configuration KI
Spec:
3GPP TR 23.700-97 v.0.1.0
Agenda item:
10.6
Document for:
Approval
Contact:
Catalina Mladin, Mladin.Catalina@convidawireless.com
1. Introduction
This contribution introduces a Key Issue for enabling monitoring services at SEAL IoT Platforms.
2. Reason for Change
Enables IoT Platforms to provide monitoring services to the IoT Servers.
3. Proposal
It is proposed to agree the proposed changes to 3GPP TR 23.700-97 v.0.0.0
* * * First Change * * * *
4.X
Key issue #X: IoT Platform PSM monitoring and configuration
The cellular network exposes the capabilities for IoT Servers to provide network parameters such as: maximum response time, maximum latency, and suggested number of downlink packets. These parameters may then be used by the Core Network to derive periodic TAU Timer and Active time for the PSM mode, or to configure in-network extended buffering.
IoT Platforms provide services to multiple IoT Servers with different services for the same UEs using PSM mode. Each IoT Sever is aware only of its own communication requirements, e.g., communication schedules, delay tolerance for regular or high-priority messaging. Based on these communication requirements, some IoT Servers may be able to derive how long the UE should be unreachable for power saving purposes, or how long the UE should stay active before returning to PSM.  In the meantime, other IoT Servers may be agnostic of the of underlying network used, therefore unable to derive such information. 

If separate Core Network parameter configurations are derived individually by each IoT Server for the same UE, the CN determines the final value. However, this determination does not have any service-level context information. In some cases, the greatest optimizations are achieved when the calculations take in consideration the current network parameter configuration, which currently can be inferred only through the use of device monitoring.
When extended buffering is employed, the Network Parameter configuration can also be used by the application layer for retransmission timer configuration.
Scenarios in which an IoT Platform interfaces with the Core Network to provide optimal configuration of network parameters determined based on the communication characteristics from multiple IoT Servers need to be investigated further.
Hence, it is required to study whether and how a SEAL IoT Platform can provide:
· Capability to determine optimal network parameter values based on communication characteristics of services from multiple IoT Servers.
· Capability to configure device monitoring and receive Monitoring Event notifications via exposure APIs. 

· Capability to provide the network parameter values via exposure APIs, to the Core Network.
· Capability to expose the derived network parameter configuration to the application layer. 
