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1. Introduction
This contribution proposes a new key issue on QoS determination.
2. Reason for Change
The IoT servers may want to comsume AS/AF session with QoS services to have better communication quality for their services. When different IoT servers request modification of QoS at the same time, the IoT platform should deal with the request to determine QoS to avoid the conflict. This aspect is captured in a new key issue.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97 v0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.X
Key issue #X: QoS determination
The cellular network provides AS/AF session with QoS services, as described in TS 23.682 [x] and TS 23.502 [2]. These services allow to set up a session between a UE and the SCS/AS or the AF with a specific QoS.
Scenarios in which an IoT platform, which is hosting multiple IoT servers, receives different QoS requests from different IoT servers need to be investigated further. For example, on a Smart City Platform multiple servers may communicate with the same application on a UE with different end-to-end QoS requirements. The Smart City Platform may receive a low-latency QoS request from a time-sensitive application server, as well as a high-bit-rate QoS request from a video application server. The IoT platform should manage the configuration of the individual QoS sessions such that the end-to-end QoS requirements for all the participants can be met.
Hence, it is required to study:

· -
How the SEAL functional model and deployment options may be leveraged for the implementation of IoT Platforms supporting such scenarios. 

· -
Whether and how the IoT Platform in this scenario can aggregate requirements/requests from multiple IoT Servers resulting in a single future Session with QoS request, e.g. when the same UE or group of UEs is targeted.

