

	
3GPP TSG-SA WG6 Meeting #45	S6-211898
e-meeting, 25th August – 3rd September 2021	

	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.558
	CR
	0025
	rev
	0
	Current version:
	17.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Supporting IP Address to GPSI conversion when NAT is present.

	
	

	Source to WG:
	Qualcomm Technologies, Inc.

	Source to TSG:
	S6

	
	

	Work item code:
	EDGEAPP
	
	Date:
	08-17-2021

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	When the UE Public IP Address and Port of a particular EEC are not known by the EES because of NAT being enabled by the network, the EES cannot resolve the UE identifier (e.g. GPSI) when interacting with the NEF (per the API provided by SA2). This enables the EES to perform the already existing capabilities in 8.6.5 and 8.6.6 to translate between UE IP address to identify the correct UE even when NAT is present.

	
	

	Summary of change:
	Add UE Public IP Address and Port and Private IP Address and Port to EEC registration message to the EES.

	
	

	Consequences if not approved:
	The EES would have no mechanism to query the NEF about the correct UE when the UE IP address is NATed.

	
	

	Clauses affected:
	8.4.2.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




Page 1


* * * First Change * * * *
[bookmark: _Toc74058363][bookmark: _Toc68217397][bookmark: _Toc44889662][bookmark: _Toc59224907][bookmark: _Toc59224806][bookmark: _Toc536271533][bookmark: _Toc536270973][bookmark: _Toc536270666][bookmark: _Toc59224781]
8.4.2.3.2	EEC registration request
Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 
Table 8.4.2.3.2-1: EEC registration request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	UE Public IP Address (NOTE)
	O
	The public IP address of the UE when NAT is enabled by the network.

	UE Public IP Port (NOTE)
	O
	The public IP port of the UE when NAT is enabled by the network.

	UE Private IP Address (NOTE)
	O
	The private IP address of the UE.

	UE Private IP Port (NOTE)
	O
	The private IP port of the UE.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	NOTE:	How the EEC knows this information is not specified in the current version of this document.
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